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Introduction

Congratulations

You have chosen a device manufactured by Pepperl+Fuchs. Pepperl+Fuchs de-
velops, produces and distributes electronic sensors and interface modules for the
market of automation technology on a worldwide scale.

Before installing this equipment and put into operation, read this manual carefully.
This manual containes instructions and notes to help you through the installation
and commissioning step by step. This makes sure bring such a trouble-free use of
this product. This is for your benefit, since this:

« ensures the safe operation of the device

« helps you to exploit the full functionality of the device

» avoids errors and related malfunctions

* avoids costs by disruptions and any repairs

* increases the effectiveness and efficiency of your plant

Keep this manual at hand for subsequent operations on the device.
After opening the packaging please check the integrity of the device and the
number of pieces of supplied.

Symbols used

The following symbols are used in this manual:

Information!

This symbol indicates important information.

Attention!

This symbol warns of a potential failure. Non-compliance may lead to interruptions of
the device, the connected peripheral systems, or plant, potentially leading to total mal-
functioning.

Warning!

This symbol warns of an imminent danger. Non-compliance may lead to personal inju-
ries that could be fatal or result in material damages and destruction.

Contact

If you have any questions about the device, its functions, or accessories, please
contact us at:

Pepperl+Fuchs GmbH
Lilienthalstrae 200

68307 Mannheim

Telephone: +49 621 776-4411
Fax: +49 621 776-274411

E-Mail: fa-info@pepperl-fuchs.com

FAPEPPERL+FUCHS
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Declaration of conformity

(=10

Declaration of conformity

Declaration of conformity

This product was developed and manufactured under observance of the applica-
ble European standards and guidelines.

Information!
A Declaration of Conformity can be requested from the manufacturer.

The product manufacturer, Pepperl+Fuchs GmbH, D-68307 Mannheim, has a
certified quality assurance system that conforms to ISO 9001.

FAPEPPERL+FUCHS
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Safety
Symbols relevant to safety

Information!
This symbol indicates important information.

Attention!

This symbol warns of a potential failure. Non-compliance may lead to interruptions of
the device, the connected peripheral systems, or plant, potentially leading to total mal-
functioning.

Warning!

This symbol warns of an imminent danger. Non-compliance may lead to personal inju-
ries that could be fatal or result in material damages and destruction.

General notes on safety

Only instructed specialist staff may operate the device in accordance with the op-
erating manual.

User modification and or repair are dangerous and will void the warranty and ex-
clude the manufacturer from any liability. If serious faults occur, stop using the de-
vice. Secure the device against inadvertent operation. In the event of repairs, re-
turn the device to your local Pepperl+Fuchs representative or sales office.

The connection of the device and maintenance work when live may only be car-
ried out by a qualified electrical specialist.

The operating company bears responsibility for observing locally applicable safe-
ty regulations.

Store the not used device in the original packaging. This offers the device optimal
protection against impact and moisture.

Ensure that the ambient conditions comply with regulations.

Disposal

Information!

Electronic waste is hazardous waste. Please comply with all local ordinances when
disposing this product!
The device does not contain batteries that need to be removed before disposing it.

FAPEPPERL+FUCHS
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

General

4, General

4.1 Product information
This system manual applies to the following Pepperl+Fuchs GmbH equipment:

41.1 AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor
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62 x max. 16 | — . 4A/ AS-i + Ether-
S16-C1 + Modbus 2-channels fast elec- 2 AS-i network net
TCP tronic safe Masters
outputs
4 release
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Tab. 4-1.

1. SafeLink via ethernet. Please refer here to the information in the section <Safe Link>.

12.9.2013
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4.3

New Generation of AS-i Gateways with ethernet diagnostics interface

The plus points of the new Gateway generation at a glance:

* Gateways now programmable in C

« Ethernet diagnostics interface for remote diagnostics

« Integrated web server: diagnostics for the Gateways and the AS-i circuits
over Ethernet possible with no additional software

*  GSD configuration files already stored in the web server

« Earth fault monitor distinguishes between AS-i cable and sensor cable

e Current from both AS-i circuits in the "1 Gateway, 1 power supply for 2 AS-i
circuits" version can now be read directly on the unit

* Self-resetting fuses in the "1 Gateway, 1 power supply for 2 AS-i circuits" ver-
sion

« Device temperature display

¢ AS-i Power24V capable

« Interfaces for virtually every bus system and Ethernet solution

Information!

See also section <Functions of the new generation of AS-i Gateways> for further infor-
mation.

Brief description

The actuator-sensor interface (AS-i) has established itself as a system for net-
working primarily binary sensors and actuators at the lowest level of the automa-
tion hierarchy. The high number of installed systems, the ease of use and the reli-
able operating behaviour also make the AS-i interesting in the area of machine
safety.

The safety AS-i system is intended for safety applications up to Category 4/SIL 3.
Mixed operation of standard components and safe components is possible.

The AS-i Safety Monitor monitors within an AS-i system the safe slaves which
have been assigned according to the configuration specified by the user with the
configuration software. In the event of a stop request or a defect, the AS-i Safety
Monitor switches off the system in protective operation mode with a maximum re-
action time of 40 ms.

FAPEPPERL+FUCHS
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AS-i/Gateway with integrated Safety Monitor

J HB Standard

module
Safety emergency
shutdown switches

- ry
AS-i power Protective photoelectric kepRoraRs:
supply unit light barrier

i Safety position

st [
|

Fig. 4-1. Safe and standard components in an AS-i network

Protective photoelectric
sensor &4

Multiple AS-i Safety Monitors can be used within an AS-i system. In this way, a
safe slave can be monitored by multiple AS-i Safety Monitors.

4.4 Conformity statement

4.

14

The device has been developed and manufactured in accordance with the appli-
cable european standards and directives.
Information!

The corresponding conformity statement can be found at the very beginning of
this system manual.

Certification according to DIN EN I1SO 9001 : 2000

The manufacturer of the product possesses a certified quality assurance system
in accordance with ISO 9001.

Information!

m[::,IO

The current certificate can be viewed in internet: http://www.pepperl-fuchs.com.

(=10
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Specifications

5. Specifications

5.1 Technical data

The technical data are placed in the data sheet. Please view the current version
on the web page: http://www.pepperl-fuchs.com.

A Attention!

The AS-I power supply for the AS-I components must have isolation per IEC 60 742
and be able to handle momentary power interruptions of up to 20 ms. The power sup-
ply for the 24 V supply must also have isolation per IEC 60 742 and be able to handle
momentary power interruptions of up to 20 ms. The maximum output voltage of the
power supply must also be less than 42 V in case of a fault.

12.9.2013
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Safety-relevant characteristic data

Characteristic data Value | Standard

Safety category 4 EN 954-1

Safety category 4 EN ISO 13849-1: 2008

Performance Level (PL) e

Safety Integrity Level (SIL) 3 EN 61508: 2001

Lifespan (TM) in years 20 EN ISO 13849-1: 2008

Maximum switch-on time in months 12 EN 61508: 2001

Max. system reaction time in milliseconds 40 EN 61508: 2001

Tab. 5-2.

Attention!

In addition to the system reaction time of max. 40 ms, the reaction times of the safe AS-
interface sensor slave, of the sensor being used for monitoring, of the safe AS-interface
actuator slave and of the actuator used for this purpose must still be added. Please note
that additional reaction times may likewise arise through the configuration of the safety
monitor.

Notice!

Refer to the technical data for the slaves as well as to that for the sensors and actuators
for the reaction times to be added.

Attention!
The system reaction times of the daisy-chained AS-interface components are added up.

FAPEPPERL+FUCHS
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Specifications

5.2.1 Overview of parameter for determining the failure rates
noply switching intervals B10d electromechanics Standard
teycre [S] v MTTFq [years] |PFH [1/h]
105.120 |300 2.500.000 237,82 9,008 x 10°® EN ISO
13849-1
52.560 600 475,65 4,853 x 100
8.760 3600 2853,88 9,054 x 10°10
Tab. 5-3.
noply switching |B10d electronics | electromechanics PFH Standard
intervals | value PFH MTTF PFH total
t(:yt:le
105.120 |300 2.500.000 | 4,76 £09 237,82 [112x10® |1,6x10® |EN 62061
EN 61508
52.560 |600 475,65 5,00 x 10°° 9,85 x 109
8.760 3600 285388 [782x10° |554x10°
Tab. 5-4.

12.9.2013
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Specifications

5.3 Reaction times

5.3.1 Local electronic input -> local electronic output

24V

Sensor O
O OO
i R -

3.14

414

>
ts treact =20ms

ts = maximal reaction time of the sensor (see data sheet)
treact = Maximal system reaction time

5.3.2 Sensor ->local relay output

©

Sensor

ts treact = 40ms >{

ts = maximal reaction time of the sensor (see data sheet)
treact = Maximal system reaction time

12.9.2013
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Specifications
5.3.3 Sensor -> local electronic output
24V
: O
O OO 3.14
o 414
NERER

Sensor | |

tg treact = 30ms >{

ts = maximal reaction time of the sensor (see data sheet)
treact = Maximal system reaction time

5.3.4 Sensor -> AS-i relay output

© o

O o O 1
0 :
Sensor | ﬁ | | | ! AH>
| | Relay output
tg treact = 85ms >{

ts = maximal reaction time of the sensor (see data sheet)
treact = Maximal system reaction time

Al
RN R:

12.9.2013
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Specifications

5.35 Sensor -> AS-i electronic output

v
5 =l
O o A
OO 1.14
O 214
Sensor © | | | | |
I 1 Electronic output

tg treact = 85mMs >{

ts = maximal reaction time of the sensor (see data sheet)
treact = Maximal system reaction time

12.9.2013
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Specifications

5.3.6 System reaction times — example calculations

System components:
ASI1 |AS-inetwork 1

ASI2 |AS-i network 2

S1-1 |Safe sensor slave (EMERGENCY-OFF switch: tg g1.1 = 100 ms)
S1-2 |Safe sensor slave (safety light barrier: tg 510 = 18 ms)

S2-1 |Safe sensor slave (EMERGENCY-OFF switch: tg 5.1 = 100ms)
A2-1 |Safe actuator slave (motor starter: tg poo.; = 50ms)

SM1-1| Safety monitor with 16 relais circuits and one safe AS-i output in AS-i
network 1

SM1-2| Safety monitor with 2 relais circuits and one safe AS-i output in AS-i
network 1

SM2-1| Safety monitor with 16 relais circuits and one safe AS-i output in AS-i
network 2

Tab. 5-5.

12.9.2013
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Specifications

System configuration - example 1: Calculation of the system reaction time

s$1-1 $1-2
W
AS-i 1 ‘
o
SM2-1

ﬁ 000000 A2-1

AS-i 2 1
@, o

Fig. 5-2.

Upon activation of safety light barrier S1-2, the relay safety output of safety moni-
tor SM1-2 is controlled.
Calculation of the AS-i relevant system reaction time:

tsystem total a) = IR S1-2 T IR system = 18ms +40ms = 358ms

FAPEPPERL+FUCHS
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Specifications

System configuration - example 2: Calculation of the system reaction time

SM1-1
S$1-1 $1-2
AS-i 1
S2-1 A2-1 |
O |
AS-i 2
Fig. 5-3.

Upon locking of the EMERGENCY-OFF switch S2-1, the motor starter is control-
led via the safe AS-interface output of safety monitor SM2-1.

Calculation of the AS-interface-relevant system reaction time:

tsystem total b) = TR 521+ tRsystem * tRa2-1 =100ms +40ms + 50ms = 190ms

12.9.2013
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Specifications

System configuration - example 3: Calculation of the system reaction time

s1-1 W22

AS-T1

S2-1

o E oooooo% (LT
AS-i 2
Fig. 5-4.

Upon locking of the EMERGENCY-OFF switch S1-1, the relay output of safety
monitor SM2-1 is controlled via the coupling of the safe AS-interface output of
safety monitor SM1-1.

Calculation of the AS-i relevant system reaction time:

tsystem total ¢) = tRS1-1t tR system Asi1 + R system Asi2 = 100ms +40ms +
40ms = 180ms

5.4 Scope of delivery
The basic unit consists of:
AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor.
The following accessories are available:
Software CD with
« ASIMON 3 G2 communication software for Microsoft® Windows 2000/XP/
Vista/Windows 7/Windows 8 ®

¢ System manual in PDF format (Adobe® Reader® Version 7.x or newer is
required for viewing the files)

12.9.2013
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Installation

6. Installation
6.1 Dimensions

80

[TTIIITT

96
’_=_ —
LSS S S [ S—
110 120

Warning!
Cover the top of the gateway when doing any drilling work above the unit. No particles,

especially metal chips, should be allowed to enter the housing, since this could cause a
short circuit.

Information!
Please refer to installation instruction for this device for detailed mounting information.

6.2 Connections

10

Cﬁ 0,2..25 mm?

10

&5 | 02..25mm?

AWG 24 .12

& Attention!

The AS-I power supply for the AS-I components must have isolation per IEC 60 742
and be able to handle momentary power interruptions of up to 20 ms. The power sup-
ply for the 24 V supply must also have isolation per IEC 60 742 and be able to handle
momentary power interruptions of up to 20 ms. The maximum output voltage of the
power supply must also be less than 42 V in case of a fault.

12.9.2013
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Installation

6.3 Installing in the control cabinet

The AS-l/Gateway is installed in the control cabinet on 35mm DIN rails per DIN
EN 50 022.

Information!

The enclosure of the AS-I/Gateway is made of stainless steel. The unit is also sui-
table for exposed wall mounting.

[—1O

To install, place the unit on the upper edge of the DIN rail and then snap in the

lower edge.
mimlm] [1]
(= )
. h 2]
% I;IEII;IEIEIEH;IEIEI %
® [T [FEY
6.4 Removing
ooo

O
050

[minlninininlsinis]

HHE

@k

N
U
@"\J ls

T~
©

To remove, press the holding clamps [2] down using a screwdriver [1], press the
unit firmly against the upper rail guide and lift out.

12.9.2013
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Installation

6.5 Startup
6.5.1 Switching to advanced display mode

classical display advanced display mode

v%%@\ Y

1.12A |~

UNKNOWN SLAVE

SETUP
DIAGNOSIS

<«———— 1 menu structure see additional page

The device handels multiple protocols! Please select one of them during the initial
operation.

6.5.2 Select Modbus TCP

QUICK SETUP

AS-i SAFETY OK
DIAGNOSIS

ETHERNET/IP

ESC @\

12.9.2013
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Installation

6.5.2.1 Displaying of Ethernet properties

ETHERNET

TCP/IP

MODBUS

ETHERNET oK

LINK: ‘@\
100 BASE-TX FDX

‘ MAC ID:
ESC O@\ 00-16-77-00-

2E-C3
ETHERNET
TCP/IP —— | ACTUAL VALUES OK
MODBUS CONFIGURATION O@\
ACTUAL VALUES
IP ADDRESS
192. 168. 000.254
NET MASK
ESC 255. 255. 255. 0
@\ GATEWAY
0.0.0.0
6.5.2.2  Setting of Ethernet properties
ETHERNET
TCP/IP ——® ACTUAL VALUES OK
MODBUS CONFIGURATION O@\
'I--!--------
CONFIGURATION CONFIGURATION
STATIC « B/DpYNAMIC 1
v [ When using DHCP, no adjustment is necessary [ |
IP ADDRESS i 1
192. 168. 42. 149 | |
NET MASK
255 255 255. 0 [ N NN NN RN
GATEWAY
0.0.0.0

If you do not have DHCP client access, please contact your network administrator. /

12.9.2013
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Installation

6.5.2.3  Setting of watchdog time

ETHERNET
TCP/IP OK

200

in 10ms steps
000 = disable

ESC
ol |

6.5.3 Select EtherNet/IP

QUICK SETUP
AS-i SAFETY
DIAGNOSIS

R L

MODBUS TCP

ETHERNET/IP

{
OK(@\

CHANGES TAKE ETHERNET/IP
EFFECT ON NEXT NOT ACTIVE
POWER ON ACTIVATE IT?

Restart the gateway to assume your changes

12.9.2013
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6.5.3.1 Setting of EtherNet/IP properties
TCP/IP OBJECT
ETHERNET OBJECT| USE DHCP OKO@
When using DHCP, no adjustment is necessary
IF STATUS
IF CAPABILITY
IF CONTROL
Iaou do nc; have_DHEP cIi;nt access, please contact your network administrator. /
TCP/IP OBJECT \2
ETHERNET OBJECT } oK CQ\
IP ADDRESS
IF STATUS 192. 168. 42. 149
IF CAPABILITY NET MASK
IF CONTROL 255. 255. 255. 0
PATH TO LINK OBJ. GATEWAY
TCP/IP CONFIG —p»{0.0.0.0
Restart the gateway to assume your changes
6.5.4 Connecting AS-i Slaves
-}:} power -I:} power v LCD
O net O net
-}:} config error -}:} config error 1 1
Xt UAsi 5 Lt UAsd & .
QO AS-iactive % -Kj— AS-i active %
= =
QO prg enable - QO prg enable -
gi prj mode 2 g;i prj mode 2 * 0.5s
i S 1.5
AS-i LCD Slave 1
Slave 1 ”
I 1 . 41 Ao | — T 05s
AS-i Slave 5
Slave 5 SEARCHING SLAVES
30
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Installation

6.5.5 Quick setup

config error *— OK Of@\
————
' LCD | LCD

1 5 STORE AS-I
. CONFIGURATION

STORE +PRJ MODE

! '

OQ\\\ — iC@\ config error %:(—
' Leo | LCD

ASI SAFETY CONFIGURATION OK
DIAGNOSIS

l llOS LCD

OK Host error
no connection
1: ON 2: OFF
l LCD

WARNING:
OUTPUTS MAY BE
RESET

l LCD

STORE AS-|
CONFIGURATION

12.9.2013
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6.6

Error tracing

6.6.1 Faulty slaves
{:} power
O net ; LCD
{1— config error
Lt UAsi 5
-ﬁ- AS-i active z »
Q prg enable §T
QO prj mode 2 MISSING SLAVE
AS-i
Ly
2
AS-i S
Slave, LCD
1.24
Slave 5
MISSING SLAVE
|
AS-i
Slavef24 2
6.6.2 Error display (last error)
{} power {I} power
O net O net
.ﬁ. config error O Config error LCD
3t Uasi g Xt uasi 5 Host error
Xt AS-iactive § Lt As-iactive é no connection
{} prg enable = O prg enable =
QO prj mode 2 O prjmode 2
AS-i AS-Interface
T I
AS-i AS-i l
Slave 1 Slave 1 set/d o@
AS-i AS-i
Slave 5 Slave 5
L, I
/gls-u 24 ASH
ay Slave 24
32
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12.9.2013

6.7 Addressing

6.7.1 Assigning address 15 to slave currently at address 2

SEARCHING SLAVE

OK ‘
O@ 4 x
|

Dy

QUICK SETUP

AS-1 SAFETY
DIAGNOSIS

SLAVE ADDR TOOL

OK

AS-I CIRCUIT 1
AS-I CIRCUIT 2

SR

SLAVE ADR TOOL
CONNECT NEW SLAVE
OLD ADDRESS

NEW ADDRESS

SR

Master| «—— | Slave

Connect module

FAPEPPERL+FUCHS

1.41 -

1x

SLAVE ADR TOOL
OLD ADDRESS 2
NEW ADDRESS 0
PRG

6 X
OK
D

SLAVE ADR TOOL
OLD ADDRESS 2
NEW ADDRESS 15
PRG

SLAVE ADR TOOL
OLD ADDRESS 2
NEW ADDRESS 15

PRG
S

SLAVE ADR TOOL
CONNECT NEW SLAVE
OLD ADDRESS

NEW ADDRESS

2 X ESC o§\ -

1.15

UNKNOWN SLAVE

33
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Installation

Local parameter setting of safe AS-i Gateways and Monitors
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For further information see manual, section <Chip card>
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6.9

(=10

Replacing a defective safety-related AS-i slave

The new slave must be able to send code sequences and must have the same
address as the old one. The addressing of the new slave is carried out automatically
by default for all Pepperl+Fuchs AS-i Masters. Only one missing slave is allowed!

=
! ':.'_- P
— g g’g
7
E 2 //)W/J-W;%
v
: —-—
[2] |C I Q 9
5% \um
ESC/Service I-—-‘n % ’MZ
(3 seconds) lo ) %-_,u
R,
CONNECT
INEW SLAVE 17
THEN PRESS '\
SERVICE i
e
&
'
G
(4]
ESC/Service %.”/
(3 seconds) %W-b
A
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Installation

6.10 Replacing the chip card

,_\ Always turn off power before inserting or removing the card!

== - [ 2N

12.9.2013
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6.11

AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Installation

Replacing a defective device

If Safe Link is used, it is necessary to teach the group manager after replacing a

A defective device (see next section)!

(1]

38
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor
Installation

I 2

®©

I 2

i

®

12.9.2013
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6.11.1

Teaching the group manager after replacing a device

@m

DIAGNOSTS™ — — —
SLAVE ADR TOOL

T —

=

®©

iéi\

OK

F

AS-SAFETY

SAFE OUTPUT CH
START/STOP
CLEAR SAFE CFG
PIN

PROTECT

SWITCH CYCLES

iii\

®©

F

INTERFACE
NODE STATUS
NODE OVERVIEW

Q=

WARNING
SAFE CROSS COMM.
WILL BE STOPPED

®™

F =

NUMBER OF
REPLACED NODES

N\

WARNING
SAFE CROSS COMM.

WILL BE STARTED

®

©PRESS OK FOR MENU

OUTPUT CIRCUIT
1:ON 2:0N
3:0N 4:0ON

@™

40
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Installation

6.12 Replacing the monitor

12.9.2013
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O Safety configuration + AS-i configuration different!

= 1
i .y
E===4
Error:
[ » Chip Card and

Safety Data
Different.
Delete Chip
Card or Safety
Data

®

“

Chipcard and
AS-1 Data
Different
TﬁiﬁbﬁTﬁLSMQSféF

Ik

[MastTeT—=>CITiI pcar

Continue
v

DER©
Y

©Press OK Tor

Output Circuit
1:0FF 2:0FF
3:0FF 4:0FF

Menu

®

F 5

JOTAGNOSTS . — = T

SLAVE ADR TOOL
TEST
———

Ik

®©

TVMONTTOR™=5 CARD 7

SAFE CHIPCARD
ACTIVE: BANK A

CLEAR CODES

LCD CONTRAST
————

g\ 44

®©
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Installation

@

il

FAPEPPERL+FUCHS
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Installation

@) !fety configuration + AS-i configuration identic! ©

0000000 0000000

T
3G2

R
-
-
-
-
-
-
-
-
-
r

fz Before commissioning the safety unit, put the gateway into operation!

Change the preset password during the first use of the device (Monitor/change password)!

Create the desired configuration.

b

Download the configuration with MONITOR / PC-> MONITOR into the device. Enter the password for
this purpose.

o

12.9.2013
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ASIMON 3 G2 Software

You can acknowledge the request TEACH CODE SEQUENCES? selecting "Yes", or you can do it later
via display selecting "No".

ASIMON 3 G2 Software

Check the configuration log (respect instructions in <chap. 5.8> of the ASIMON manual!).

ASIMON 3 G2 Software

| Validate the configuration with MONITOR —> VALIDATION.

ASIMON 3 G2 Software

| Start the monitor with MONITOR—> START.

© eress ok For mENU
0UTPUT CIRCUIT

1:0N 2:0N
3:0N 4:0N

The device is in the protected mode now.

O If you have assigned the safety monitor its own address in the software
,II., ASIMON 3 G2, adjust the configuration in the AS-i master (Quick Setup)! This is also
valid when using simulated slaves.

Please consider notes on safety in the software manual ASIMON 3 G2!

FAPEPPERL+FUCHS
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Maintenance

Checking for safe turn-off

The safety representative is responsible for checking flawless function of the AS-i
Safety Monitor within the safety system.

Safe turn-off when an associated safe sensor or switch is triggered must be
checked at least once a year.

Attention!

To do this, actuate each safe AS-i slave and observe the switching behavior of
the output circuits of the AS-i Safety Monitor.

Attention!

Note the maximum turn-on duration and the overall turn-on operating duration.
These values depend on the PFD value selected (see section <Safety-relevant
characteristic data>).

When the maximum turn-on duration is reached (three, six or twelve months),
check the complete safety system and its proper function.

When the total operating time (20 years) has been reached, the device must be
returned to the manufacturer to check for proper function.

FAPEPPERL+FUCHS
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Electrical connection

8. Electrical connection
8.1 Overview of terminals, indicators and operating elements

8.1.1 VBG-ENX-K30-DMD-S16-C1, VBG-ENX-K30-DMD-S16

[1]
[2] ]

O
O
O

—I6]

]

|
K

H

|
d

[3]

o] —M

O

OO0 OO O
[¢]

r— = =1

2 080

LLLILL
OO OO 00 % _[6]

|

[5]

L

—

000000000000 O
0000000000
[eole]ololololololele]

7] [s]=]l=]=]=]=} 10

:EDC)DC)OC)OC)DC)DC) Cﬁ 0,2..25 mm?
&= | 02..25mm?

[8] @ P AWG 24 .12

Legend:

[1]  LEDs

[2] Ethernet interface

[3] LC display

[4] Buttons

[5] Terminals: Supply voltage and AS-i circuit
[6] Terminals: Safety unit

[7] Chip card slot

[8] RS 232 diagnostics port!

12.9.2013

1. Only together with ASIMON 3 G2 Software or AS-i Control Tools
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Electrical connection

8.1.2 VBG-ENX-K30-DMD-S16-EV

[1] | il |

2 & —oo
ol ‘-Dlm ) |17
16 —

H I

o —Ml
ol
|

!

(4]

OO0 OO ©

r
I
I
I
L

2 080

—I7]

-
[minininininininix | [INININ
[T P2

(6]

ZLs

——
OO0 OOOOLOOOOO O
OOO0O0OOOOOO
OOO0OOO0OOOO H
OOO0O0OOC OO0
(@)
[8] OO0 5
OO0 [ole]o]olele]
iooooo | 02..25mm

eleleololelele)
cooco00O | 0,2 ... 2,5 mm?

000000 Oy AWG 24 .12

Legend:

[1] LEDs

[21  Ethernet diagnostic port!

[3] RJ45 ports for Ethernet

[4] LC display

[5] Buttons

[6] Terminals: Supply voltage and AS-i circuit
[7] Terminals: Safety unit

[8] Chip card slot

12.9.2013
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AS-i bus connection

Blue Brown Blue Brown
AS-i-  AS-i+ AS-i- AS-i+

X

Yellow ASi ribbon cable 2-conductor AS-i round cable
(Recommended: flexible power cable
HO5VV-F2x1,5 per DIN VDE 0281)
Information!

Electrical work is to be performed only by electrical technicians.

Information about the device types

Information!

A listing of the individual devices and their features can be found in section <Product
information>.

AS-i and power supply terminal assignments

Information!
The cable indicated by grey must not have slaves or repeaters connected to it.

The yellow cable must not have AS-i power suppliers or additional masters connected
toit.

Information!
The function ground can be connected either to the grounding screw or to the terminal.

The function ground should be made with as short a cable as possible to ensure good
EMC characteristics.

Therefore function grounding using the grounding screw is preferred.
Attention!

The AS-I power supply for the AS-I components must have isolation per IEC 60 742
and be able to handle momentary power interruptions of up to 20 ms. The power sup-
ply for the 24 V supply must also have isolation per IEC 60 742 and be able to handle
momentary power interruptions of up to 20 ms. The maximum output voltage of the
power supply must also be less than 42 V in case of a fault.

FAPEPPERL+FUCHS

49



AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Electrical connection

8.4.1 Electrical connection VBG-ENX-K30-DMD-S16-C1,
VBG-ENX-K30-DMD-S16-EV

Terminal Signal / Description
+ASI 1- Connection to AS-i Circuit 1
+AS-i 2—- Connection to AS-i Circuit 2
ASI +PWR- Supply voltage for AS-i Circuits (max. 8 A)
FG Function ground
Information!

AS-i Circuit 1 and 2 are both powered from a Pepperl+Fuchs power supply!
No other power supplies are approved!

Information!

For additional information, please refer to the section <AS-i and power supply terminal
assignments>.

(=10 [-HO
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Electrical connection

8.4.2 Electrical connection VBG-ENX-K30-DMD-S16

_ Cateway  Safety Unit.

A

ma (2

5 mm max!

A
o

Function ground

Terminal Signal / Description
+ASI 1- Connection to AS-i Circuit 1
+ASI 2—- Connection to AS-i Circuit 2

ASI1+PWR- |sypply voltage for AS-i Circuit 1 (max. 8 A)
ASI 2 +PWR- | supply voltage for AS-i Circuit 2 (max. 8 A)
FG Function ground

Information!
AS-i Circuits 1 and 2 are powered by separate power supplies.

Information!

For additional information, please refer to the section <AS-i and power supply terminal
assignments>.

(o [0

12.9.2013
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8.5 Diagnostics interface

The service and diagnostics interface (in conjunction with AS-i Control Tools or
ASIMON 3 G2 software) is used for communication between the PC and the unit.

8.5.1 VBG-ENX-K30-DMD-S16-C1, VBG-ENX-K30-DMD-S16

The service and diagnostics interface is configured as a mini DIN-6 female and it
is placed on the front plate, on the left hand side.

8.5.2 VBG-ENX-K30-DMD-S16-EV

The service and diagnostics interface in these devices is as RJ45 female config-
ured and it is placed on the front plate, on the left hand side.

_>.

eoeeocococo
p—

8.5.3 SafeLink via ethernet (VBG-ENX-K30-DMD-S16-EV)

The device supports SafeLink via Ethernet. In order to establish a safe coupling
between several devices, they should be connected via the ethernet diagnostics
interface to a switch.

O Information!
H Please refer here to the information in the section <Safe Link>.

>2 FPEPPERL+FUCHS
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Electrical connection

8.6 Chip card

The configuration is stored in a fixed installed EEPROM and can be overwritten
by the chip card. The chip card does not have to be inserted in operation.

Warning!
@ Power must always be turned off when removing or inserting the chip card!

8.7 Ethernet interface

[}

A
B

]

The ethernet interface consists of two RJ-45 sockets. It is placed on the left hous-
ing side (see section <Overview of terminals, indicators and operating ele-
ments>). The ethernet interface is driven according to the IEEE 802.3

12.9.2013
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Electrical connection

8.8 Release circuits

8.8.1 Wiring overview of safety unit

113 0V [24V[213
2val walavil

A

w1

o
2w

@
K

o
©

o«

Y| 42 [1¥2
1141314 Ta14l214

1.Y1 (EDM 1/Start 1), 2.Y1 (EDM 2/Start 2), 1.Y2 (EDM 3/Start 3),
2.Y2 (EDM 4/Start 4)

The safety unit provides 4 inputs. The EDM & START inputs can be defined freely.
The inputs may not be connected to other potentials, but rather only directly or
through potential-free switches to + (for EDM/START).

Switching current static 4 mA at 24 V, dynamic 30 mA at 24 V (T=100 ps).
3.14,4.14

Semiconductor outputs. Max. contact load: 0.5 A DC-13 at 30 V.

1.13,1.14; 2.13, 2.14

Potential-free relay contacts. Safety relay with one contact set for read-back. Max.
contact load: 3 A AC-15at 30 V, 3 ADC-13 at 30 V.

oVv,24V
Semiconductor outputs are powered by separate 24 V DC.

+1, +2, +3, +4 (for EDM/Start)

Output supply, powered by AS-i. May not be connected to other potentials, but
rather only directly or through potential-free switches to one of the EDM or START
inputs. Voltage 30 ... 15 Vpc.

12.9.2013
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8.9 Indicators and operating elements

8.9.1 LED indicators — master

The LED’s on the front panel of the device indicate:

Power

The master is receiving sufficient power.

net (the bi-color LED indicates the state of the ethernet port)
LED red: no valid ENIP- or CIP connection.
LED green: at least one ENIP- or CIP connection present

config error

Configuration error.

At least one configured slave is missing, or at least one detected slave is not config-
ured, or for at least one configured and detected slave the actual configuration data
does not match the nominal configuration data, or the master is in the startup pro-
cess.

This LED flashes if a peripheral fault has been detected for at least one AS-i slave on
the AS-i network. If there are configuration errors as well as periphery faults, only the
configuration error is displayed.

U AS-i

The AS-i network is sufficiently powered.
AS-i active

Normal operation is active
prg enable

Automatic single node replacement is enabled.

Exactly one slave is missing in the protected operating mode. The slave can be re-
placed by another slave of the same type with address zero. The master automatically
addresses the new slave to the faulty address and thus corrects the configuration error

prj mode

The AS-i master is in configuration mode.

12.9.2013
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Electrical connection

8.9.2 LED indicators - safety unit

143 0V [24V]213
2y2| +j2y1] +3

Aux

11
[ X%
FAS
®:
K1
O«
K3
O«

1Y) #2 [1.Y2
1141314 14141214

The LED'’s on the safety unit indicate:

Aux

24 V supply for the semiconductor outputs is present.

1Y.1,1Y2,2Y.1, 2Y.2

Input 1.Y1 (EDM 1/Start 1), 2.Y1 (EDM 2/Start 2), 1.Y2 (EDM 3/Start 3),
2.Y2 (EDM 4/Start 4) is turned on.

K1, K2

Contact sets 1.13, 1.14 (K1) resp. 2.13, 2.14 (K2) closed.

K3, K4

semiconductor output 3.14 (K3) resp.4.14 (K4) is turned on.

O Information!
,II., If there is no auxiliary voltage connection available, LEDs are turned off, even if the
corresponding release circuit is turned on.

12.9.2013
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Electrical connection

8.9.3 Buttons
The buttons are used for the following:

Mode/f

Switching between configuration mode and protected operating mode, and saving
the current AS-i configuration as the nominal configuration.

Set/l
Selecting the address of and assigning an address to a slave.

OK
Change to extended mode.

ESC/Service

For teaching the code table for a new safe slave, when exactly one safe slave is
being replaced, and for unlocking the Safety Monitor. This button is also used to exit
extended mode.

For additional information see:

¢ <Section <Function of the ESC/Service key>

* <Section <Replacing a defective safety-configured AS-i slave>
e <Section <Operation in advanced display mode>.

12.9.2013
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9.1

9.2
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Function and startup of the Safety Monitor

Configuration and startup of the AS-i Safety Monitor is accomplished using a PC/
Notebook and the ASIMON 3 G2 configuration software.

The operating language of the device can be set for the respective country (see
section <Operation in advanced display mode>).

Information!

The description of the ASIMON 3 G2 software and startup of the AS-i Safety Monitor

can be found in the manual “ASIMON 3 G2 AS-i Safety Monitor Configuration Software
for Microsoft®-Windows®".

The software manual is an important component of the operating manual for the AS-i
Safety Monitor. It is not possible to configure and start up the AS-i Safety Monitor wit-
hout the ASIMON 3 G2 software.

Configuration may be performed only by a safety authorized person. All safety-re-
lated commands are password protected.

Powering up the device

As soon as supply voltage is present on the device an internal system test is start-
ed. This operating state is indicated by lighting of the upper LED row.

Configuration of the safety functions
The device can be configured in several ways:

1. Using ASIMON 3 G2 software
The ASIMON 3 G2 software represents the most universal method of con-
figuring the Safety Monitor. Here the behavior of the Safety Monitor can be
determined by linking various monitoring modules. After being sent to the
Safety Monitor, this configuration is verified and can then be validated.
For additional information, refer to the separate manual for the
ASIMON 3 G2 configuration software.

2. Using a chip card with the master configuration
Configurations stored on the chip card, which are validated but which do not
contain any code sequences, can be sent to the device. The code
sequences must then be taught to the corresponding safety AS-i slaves.
This procedure is useful when you want to use a safety program in several
safety monitors without any changes.

Information!

For additional information refer to section <Description of configuration using chip card

with master configuration>.

3. Using a chip card with complete configuration
In contrast to the master configuration, the complete configuration also con-
tains the code sequences for all included slaves. Sending the complete con-
figuration from the chip card to the Safety Monitor can make replacement of
the device enormously simpler and faster.

FAPEPPERL+FUCHS
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9.2.2

Information!

For additional information refer to <Configuration using a chip card with complete con-
figuration>.

Description of configuration using ASIMON 3 G2 software

The following description represents a short guide to configuring the AS-i Safety
Monitor. For a detailed description of the ASIMON 3 G2 software, refer to the cor-
responding manual for the ASIMON 3 G2 configuration software.

The ASIMON 3 G2 software is responsible for the following:
¢ Configuring the AS-i Safety Monitor

« Documenting the device configuration

e Starting up the AS-i Safety Monitor

« Diagnosing the AS-i Safety Monitor

Information!

The description of the ASIMON 3 G2 program can be found in the separate software
manual.

Proceed as follows:

¢ Install the program on your PC.

«  Apply power to the AS-i Safety Monitor
Information!

To prevent ESD damage, we recommend grounding at an appropriate location before
plugging in the interface cable to the Safety Monitor.

¢ Connection of monitors with a RS 232 diagnostics interface
. To connect, plug the diagnostic cable end with the PS2 connector into
the socket of the diagnostic interface (RS 232) of the monitor and the
other end with the 9-pin Sub-D socket connector to a free COM port
(serial RS232 interface) on your PC (see section “Connection
between the AS-i Safety Monitor and the PC" in the software manual).

¢ Configure the AS-i Safety Monitor and start it up as described in the software
manual.

Attention!

Before starting up the device you must adapt the device configuration to your
application. This means configuring the AS-i Safety Monitor according to the soft-
ware manual so that the location to be protected is in fact protected by the device.

Description of configuration using chip card with master configuration
Generating a master configuration:

¢ Generate a configuration using the ASIMON 3 G2 software

« Load the configuration into the device

* Release (validate) the configuration, but do not teach the code sequences
* The code sequences will be taught on the physical AS-i circuit

FAPEPPERL+FUCHS
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Attention!
Safety advisory:

Ensure that the chip card contains the configuration intended for and released for
the application!

This can be done by comparing the release codes on the display (section <Ope-
ration in advanced display mode>):

* The safety representative who generated and validated the release code
stores the release code for the master configuration and approves use of the
configuration for specific equipment.

* The person performing the startup reads out the release code on the display
before teaching the code and compares it with the release code stored and
approved for the equipment.

After the chip card has been used to load the configuration into the device, the
safety functions of the device must be checked in the equipment.

Checking of the release code and testing the system must be documented in wri-
ting and is part of the system documentation.

Configuration using a chip card with complete configuration

The chip card contains the complete configuration if:

« An empty chip cared is plugged into an AS-i Safety Monitor which already
contains a complete configuration, or

« The chip card is already inserted while the configuration is being written into
the device using ASIMON 3 G2 software and before validating the code
sequences.

If the AS-i Safety Monitor needs to be replaced, the stored configuration can be
transferred by simply plugging the chip card from the old device into the new one.
Attention!

Safety advisory:

Power must always be turned off when removing or inserting the chip card!

Ensure that the chip card contains the configuration intended for and released for

the application!

This can be done by comparing the release codes on the display (section <Ope-

ration in advanced display mode>):

« The safety representative who generated and validated the release code
stores the release code for the master configuration and approves use of the
configuration for specific equipment.

« The person performing the startup reads out the release code on the display
before starting the equipment and compares it with the release code stored
and approved for the equipment.

After the chip card has been used to load the configuration into the device, the

safety functions of the device must be checked in the equipment.

Checking of the release code and testing the system must be documented in wri-

ting and is part of the system documentation.

FAPEPPERL+FUCHS
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9.5

Safety-relevant documentation of the application

Information!

The detailed description of the safety-relevant documentation of the configuration for
your application can be found in the separate software manual.

Proceed as follows:
« Create the configuration of the AS-i Safety Monitor for your application.
« Validate the configuration (done by the safety supervisor).

«  Print out the final configuration protocol and optionally the configuration over-
view (see Section "Configuration documentation” in the software manual).

« Sign the final configuration protocol (done by the safety supervisor).

« Take the protocol for the safety-relevant documentation for your application
(machine documentation) and keep it in a safe place.

Diagnostic data

Information!

A detailed description of the setting for diagnostics mode is described in the section
“Setting diagnostics type” in the separate manual "AS-i 3.0 Command Inteface".

Diagnostics data can be obtained in any of 4 ways:

« Display

e Ethernet

« ASIMON 3 G2 software via diagnostic interface

« AS-i Control Tools via diagnostic interface or Ethernet

The following diagnostics can be displayed (see section <INT MON (internal mon-
itor)>):
« Display of the switching state of the outputs

« State (“color”) of the devices and sub-devices; distinction when turning off
only half (“Category 2“)
«  Error history for finding the cause of sporadic errors

Switch-off history

The switch-off history, accessible from the menu DIAGNOSTICS->INT MONI-
TOR->LAST DIAGNOSTIC, is intended to make reconstruction of the reason for
switch-off easier for the user. The states of all safety-relevant AS-i slaves and all
devices at the time the state change on the output device (change from green to
another color) are stored.

1. For the sake of better diagnostics thet procedure is being expanded using a Device/Device Color for adding diagnostics based
on AS-i addresses (sub-devices) and their states.

FAPEPPERL+FUCHS
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Diagnostic values in the IDI

IDI diagnostics can be optionally enabled for the following devices:
* VBG-ENX-K30-DMD-S16-C1 ident. no. = 15211

* VBG-ENX-K30-DMD-S16 ident. no. = 15210
*  VBG-ENX-K30-DMD-S16-EV ident. no. =2 15186

The input values for safety-relevant input slaves can be substituted in various
ways. This makes the diagnostics information available directly in the cyclical 1/0
data. The default setting is the "substitution values" for the two input channels.
Setting diagnostics values also sends 2 bits of color information for the associated
safety-relevant component in addition to the input channels. The substitution pos-
sibilities are defined in the following tables:

Bit3 |[Bit2 |[Bitl |Bit0 |Description

0 0 0 0 Both channels off

0 0 1 1 2nd channel off, 1st channel on
1 1 0 0 2nd channel on, 1st channel off
1 1 1 1 Both channels on

Tab. 9-6. Default status substitution values

Bit3 |[Bit2 |[Bitl |Bit0 |Description

0 0 Both channels off

0 1 2nd channel off, 1st channel on

1 0 2nd channel on, 1st channel off

1 1 Both channels on
0 0 Device color: red, green or blue
0 1 Device color yellow: ("wait")
1 0 Device color: yellow flashing (“test")
1 1 Device color: red flashing ("error")

Tab. 9-7. Diagnostic values

Information!

The switching state of channel 1 and channel 2 (channel 1, channel 2 'on’ or 'off', bit 0,
bit 1) is sent at optimal speed. The device colors (bit 2, bit 3) have device-internal lower
priority and can be sent slower.

The diagnostic values bit 0/1 and 2/3 are not synchronized. The states of the input
channels and the resulting color can be sent at different times.

FAPEPPERL+FUCHS
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Information!

The color and thereby the status of the component do not always have to agree with
the switching state of the input channels. In case of lost telegrams, untaught slaves or

non-synchronous switching of the two channels, error and test states may result (red
flashing and yellow flashing).

9.7 Password protection

All safety-related commands are password protected. These include:

(=10

Loading configurations into the Monitor
Stopping

Learning code sequences

Releasing

Changing the password

Information!

No new release is necessary if when using safety-configured AS-i slaves code
sequences have been newly learned using the ESC/Service key.

9.7.1 Procedure for configuring and teaching code sequences

The configuration is created using ASIMON 3 G2 software, loaded into the safety
unit and released. The name of the person releasing and the date are stored at
this moment. If code sequences controlled through the display are newly taught,
this is secured by a PIN to prevent unintended/unauthorized changing of the code
sequences.

(=10

Information!

For additional information see section<Replacing a defective safety-configured AS-i
slave>.

A PIN is a 4-digit number and can only be changed from the display, not via
the ASIMON 3 G2 software.

After entering the PIN, the display can be used to start a teaching procedure
for the code sequences. The monitor stops immediately after entering the
PIN. After teaching, the monitor starts after a prompt and acknowledgement
on the display.

Action ASIMON Software |On AS-i Safety Monitor
Configure and load into Safety . e (only from chip card)
Monitor

Stopping . .

Releasing . _

Starting . .

Teaching code sequences . .

Changing the password . e (only from chip card)

Tab. 9-8.
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Action ASIMON Software |On AS-i Safety Monitor

Changing the PIN - .

Legend:
"e" = possible;
"-" = not possible
Tab. 9-8.

Code sequences for releasing a configuration do not necessarily have to have
been successfully learned. It is also possible to release without code sequences,
which must then be learned at a later time.

Teaching the code sequences is simple to perform:

¢ Using the ESC/Service key (See section <Replacing a defective safety-con-
figured AS-i slave>)

or
¢ Using the display (See section <Operation in advanced display mode>).

Function of the ESC/Service key

In traditional (classical) display mode, the ESC/Service key takes on two kinds of
functions:

« Briefly pressing the ESC/Service key unlocks the Safety Monitor when red is
flashing

« Alonger press (3s) starts the teach procedure for a slave.

Information!

For additional information see section <Replacing a defective safety-configured AS-i
slave>.

Safe coupling slaves on the AS-i circuits

The two AS-i circuits are capable of emulating a total of up to sixteen safe cou-
pling slaves.

The assignment of the coupling slaves addresses to the release circuits is made
using the ASIMON software.

Chip card

The chip card is divided into two areas. One area is reserved for unsafe data and
administration, the other for safe data.

Warning!
Always turn off power before inserting or removing the card.

Unsafe data

This section describes the system behavior of the unsafe system section when
using the chip card.

FAPEPPERL+FUCHS
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9.9.1.1

9.9.1.2

9.9.1.3

9.9.1.4

Card unformatted

If an unformatted card is found when the device is started, the following is dis-
played:

NEW CHIPCARD
WILL BE FORMATED
AS-1 DATA WILL
BE SYNCHRONIZED

The chip card is formatted and then the data copied to the chip card.

Data not compatible

If a card is found whose data are incompatible with the device, the following error
message is displayed:

CHIPCARD NOT
COMPAT IBLE

Card empty

The following message is displayed for an empty card:

CHIPCARD FOUND
AS-1 DATA WILL
BE SYNCHRONIZED

From this time on all changes are made both in the device and on the chip card.

Data compatible

When starting with an empty device (e.g. after a factory reset) a non-empty card
is found whose data are compatible with the device, the following message is dis-
played:

AS-1 DATA FROM
CHIPCARD TAKEN

The card configuration is written to the device. From this time on all changes are
made both in the device and on the chip card.

FAPEPPERL+FUCHS
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9.9.2.1
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Data in the device and on the chip card identical

If the card and device are not empty at start and the data are identical, no mes-
sage is displayed.

Data in the device and on the chip card not identical

If the card and device are not empty at start and the data are not identical, an er-
ror message is displayed and the card is not synchronized with the device. The
following menu is then automatically opened:

CHIPCARD AND
AS-1 DATA
DIFFERENT
CARD->MASTER
MASTER->CARD
CONTINUE

Description
CHIP CARD>MASTER: Chip card data are copied to the master
MASTER->CHIPCARD: Master data are copied to the chip card
NEXT: No change to the data

The menu can be exited by pressing the ESC/Service key without changing the
data.

Safe data

This section describes the system behavior of the safe unit when using the chip
card.

In general the safe part of the chip card has 4 memory banks (A...D). A bank is
referred to as an active bank. Unless otherwise stated, the operations described
in the following are always performed on the active bank.

Data incompatible

If a card with incompatible data is found, the following error message is output:

CHIPCARD NOT
COMPATIBLE

FAPEPPERL+FUCHS
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9.9.2.2

9.9.2.3

9.9.2.4

Data compatible

If a card with an empty active memory bank is found, the safety configuration in-
cluding code sequences is written to the card and in future all changes are made
in the card and in the device at the same time. The following message is dis-
played on the device:

CHIPCARD FOUND.
SAFETY DATA WILL
BE SYNCHRONIZED

Complete configuration

If when starting with an empty device a card with a released safety configuration
including code sequences is found (Complete safety configuration) in the active
memory bank, this configuration is written to the device, then the menu for releas-
ing using Release Code is opened:

COPY BANK A

TO MONITOR
RELEASE DATE:
2006/06/17 18:43
BY: ROLF BECKER
CONFIG NAME:
L3040 MIT LADEVO
RRICHTUNG LINKU
ND PALETTENWECHS
LER V1.23
RELEASE CODE: 1BDF
TYPE CODE

0000

OK

If the active bank contains a Complete Configuration and if the data in the active
bank on the memory card and the data in the device are identical (e.g. both emp-
ty), in future all changes are made in the card and in the device at the same time.

Data on the chip card and in the device are identical

If the card and device are not empty at start and the data are identical, no mes-
sage is displayed.
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Data not identical

If the active bank on the memory card and in the device are not empty at start and
the data are not identical, the following message is displayed:

ERROR.

CHIPCARD AND
SAFETY DATA
DIFFERENT .
DELETE CHIPCARD
OR SAFETY DATA

The safety unit will not operate in this case. You must either clear the device or
the active bank via menu.

Operating the chip card from the menu

The data on the chip card can, as described in section <SAFE CHIPCARD>, be
exchanged between the Monitor and the chip card. Note however the following:

In order to store a configuration on the chip card as a master configuration (i.e.
without code sequences), proceed as follows:

*  Write the released configuration into the Monitor without code sequences.
¢ Copy the configuration into a memory bank using the menu.

For additional information, see section <CARD —>MONITOR (copy card data to
the Monitor)>.

To convert a master configuration on the memory card to a Complete Configura-
tion, this configuration must be overwritten by a Complete Configuration.

This is done as follows:

¢ Copy the card data to the Monitor.

« Teach the code sequences

*  Write the data from the Monitor to the card.

Working with multiple memory banks

The chip card has four memory banks, each of which may contain a configuration
(Complete or Master configuration). One of the banks is the active bank.

The AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor al-
ways independently utilizes the active bank. Menu commands can however be
used to copy the other memory banks to the AS-i Safety Monitor.

The corresponding memory bank thereby becomes the active bank.

If configurations from another memory bank are copied, a few safety rules need to
be followed:
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Attention!
Safety advisory:

Ensure that the configuration intended for and released for the application is
used!

This can be done by comparing the release codes on the display (See section
<MONITOR CONFIG>):

« The safety representative who generated and validated the configuration
stores the release code for the configuration (Complete or Master) stores the
release code for the configuration and approves use of the configuration for
specific equipment.

« The person performing the startup reads out the release code on the display
before starting the equipment or before teaching the code sequences in the
case of master configurations and compares it with the release code released
for the equipment.

After the chip card has been used to load the configuration into the device, the

safety functions of the device must be checked in the equipment.

Checking of the release code and testing the system must be documented in wri-

ting and is part of the system documentation.
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Operation in advanced display mode

10. Operation in advanced display mode

Information!

You will find a description of the display menu in the separate document
"Display_Menue".

(=10
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11.

111

(O[O

11.2

[—1O

Advanced Diagnostics for AS-i Masters

The advanced AS-i diagnostics is intended to localize occasionally occurring con-
figuration errors and to determine the quality of data transmission on AS-i without
using additional diagnostics tools.

AS-i Control Tools, a MS-Windows software designed to simplify AS-i installation
and used to program AS-i Control, enables operation of the advanced diagnostics
functions (LCS, error counters, and LOS).

List of corrupted AS-i Slaves (LCS)

The LCS contains the information from the Delta list. In addition to the list of con-
figured slaves (LPS), the list of detected slaves (LDS), and the list of activated
slaves (LAS), the AS-i master creates a fourth list, the list of corrupted slaves
(LCS) containing advanced diagnostics data used to diagnose the causes for in-
termittently occurring configuration errors on AS-i. This list contains entries for all
AS-i slaves that were responsible for at least one intermittent configuration error
since the list was last read or since the AS-i master was turned on. Furthermore,
intermittent AS-i power failures are listed in the LCS at the position of AS-i slave
with address 0.

Information!
Whenever the LCS is read it is deleted from memory.

Information!

The last intermittent configuration error can also be displayed on the AS-i master:
Pressing the "Set" button on the AS-i master initiates the display of the AS-i slave
responsible for the last intermittent configuration error. If a intermittent AS-i power fail-
ure occurred, the display shows 39 after pressing the "Set" button.

This function is only available if the device is in normal operating mode of the protected
mode (display empty) or in the off-line phase (Display: "40").

Protocol analysis: Counters for corrupted data telegrams

The AS-i master with advanced diagnostics provides a counter for telegram repe-
titions for each AS-i slave. The counter counts up every time a corrupted data tel-
egram has been found, making it possible to determine the quality of the trans-
mission if only a few telegrams are corrupt and the AS-i slave never caused a
configuration error.

Information!

The counter values are read via the host interface and will be deleted after they were
read.

The highest possible counter value is 254. 255 indicates a counter overflow.

Displaying the protocol analysis is possible through the AS-i Control Tools soft-
ware by using the command "Master | AS-i Diagnostics".
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Offline Phase for Configuration Errors

The AS-i masters with advanced diagnostics offer the possibility to set them-
selves into the offline phase when a configuration error occurs and thus are able
to transition the AS-i network into a safe operational state. This ensures a quick
reaction to a configuration error and the host can be relieved from this task. If any
problems occur on the AS-i network, the AS-i masters can independently switch
the AS-interface into a safe state.

There are two different ways to parameterize the AS-i master for this feature:

« Any configuration error occurring on AS-i switches the master from regular
operation in protected mode into the offline phase.

« 0. Alist with the addresses of slaves that can potential initiate the off-line
phase is defined (list of offline slaves LOS).

The user can decide how the system should react to a configuration error on
AS-i. Thus, the AS-i master can be set to the offline phase for critical AS-i slaves,
whereas for less critical slaves only the error message is sent to the host, but AS-
i is still running.

Like the advanced diagnostics, the parameterization "offline phase on configura-
tion error" is also supported by "AS-i-Control-Tools"
(Command | Characteristics | Offline because of configuration error).

There are two options to reset the error message "OFFLINE BY LOS:

1. Deleting the complete LOS list on the affected AS-i network ("CLEAR ALL").
2. Power reset on the affected AS-i network.

Attention!

If a power reset occurs on the AS-i network 1 the complete double gateway will
be shut down.

Functions of the AS-i Fault Detector

Duplicate address detection

If two slaves on an AS-i network have the same address, a duplicate address ex-
ists. Since the master cannot communicate individually with these slaves any
longer, this is considered an error. Because the two slave replies interfere, it is im-
possible for the master to recognize the slave responses. This results in extreme-
ly unstable network behavior.

The duplicate address detection function is used to safely recognize a duplicate
address and to display it on the screen and in AS-i Control Tools.

A duplicate address causes a configuration error and is displayed on the screen.
Information!

Duplicate addresses can be recognized only on an AS-i segment directly connected to
the master.
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11.4.3

11.4.4

Earth/Ground Fault Detector

An Earth/Ground Fault exists when the voltage Ugnp (Nominal value of
Uenp=0.,5 Uas.j.) is outside of the following range:

10% Ups.i < Ugnp < 90% Ups.i

This error substantially limits the noise immunity of the AS-i communication.

Ground faults are indicated on the master’s display as well as in AS-i Control
Tools.

Information!

To recognize ground faults the master must be grounded with its machine ground con-
nection.

Information!

A ground fault in one of the two networks of a double master in a version 1 power sup-
ply for two AS-i networks causes a ground fault in the other network as well because of
the the existing galvanic connection.

Noise Detector

The noise detector detects AC voltages on AS-i, that are not initiated by an AS-i
master or AS-i slaves. These interference voltages can cause telegram distur-
bances.

A frequent cause are insufficiently shielded frequency inverters or improperly
routed cables.

Noises is indicated on the master’s display as well as in AS-i Control Tools.

Over-voltage Detector

Over-voltages are present if the conductors of an AS-i network that normally are
routed electrically symmetrical with respect to machine ground, are strongly elec-
trically raised. A cause can for example be startup procedures of large consum-
ers.

However, over-voltages do generally not interfere with the AS-i communication,
but can under certain circumstances cause incorrect sensor signals.

Over-voltages are indicated on the master’s display as well as in the AS-i Control
Tools.
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Main menu

11.5.2

Main menu

11.5.3

Main menu

74

Functions of the new generation of AS-i Gateways

The new generation scores with further optimized diagnostics, several additional
functions and even greater operating convenience.

Information!

A listing of the individual devices and their features can be found in section <New
Generation of AS-i Gateways with ethernet diagnostics interface>.

C-programmable Gateways

11 SETUP || AS-1 CONTROL || CONTROL FLAGS ||

The devices programmed in C are able themselves to take over a great number of
control tasks. In smaller systems the user will even be able to do without a PLC
altogether: if desired the C program can function as a full mini-PLC. In more com-
plex applications the C-programmable Gateways make the work of the PLC easi-
er - for example by pre-processing special functions.

Control Info
Control Run
Control Flags

Control Flags
0:00 00 00 0O
4:00 00 00 00
8:00 00 00 00 1

Interchangeable memory card

Il SETUP || CHIPCARD || AS-1 CHIPCARD ||

Interchangeable memory card: redundant memory for C program and device con-
figuration.

Chipcard
AS-1 Chipcard
Format Chipcard

Earth fault monitor

11 DIAGNOSE || ASI WATCHDOG ||

The new earth fault monitor allows the service technician to detect whether an
earth fault has occurred directly on AS-i

1.
“Earth fault
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or on a sensor line.

1.
“Earth fault sen.

The menu EFLT Ratio shows the asymmetry of the AS-i network, referenced to

ground (see sketch).

100% —mno-——  AS-i+
% In)
0% +
%
100% ——————————— AS-i-
EFLT Ratio: T
AS-i+ 2%
AS-i DC Voltage: 1
31,3V
$
EFLT Ratio: T

AS-i+ 100%
AS-i DC Voltage: 2
31,5V

1154 Current can be read directly on the unit

Now the devices display both the maximum current and the current actually
present in the respective AS-i circuit. Heavy consumers or a strong overload in an
AS-i circuit are then easy to detect. Plus you can set the maximum current in the

AS-i circuit on these devices. This ensures line protection even when using large
24V power supplies.

AS-i power

Reset

Maximal :
1,3A

—N
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Main menu

11.5.6

Main menu

76

Maximal : T
1,3A
current:
0,3A

N

Current: T
0,3A

Current limiting 2
3,2A T

Self-resetting fuses

Il SETUP || CURRENT LIMIT ||

Thanks to self-resetting fuses in the "1 Gateway, 1 power supply for 2 AS-i cir-
cuits" Gateway version, when there is a short circuit in one of the two AS-i circuits
the other circuit and the Gateway remain operational - the host controller keeps
receiving diagnostic information from AS-i, which also provides meaningful assist-
ance towards rapid troubleshooting.

The fuse resets itself periodically to check if the error is solved. The measured
current value is available as diagnostic information at the field on the display and
at the control level.

Current limiting
3,2A

AS-i Power24V capable

I1 SETUP || ASI POWER |]

Gateways for AS-i Power24V have been developed especially for use in small
systems. They don‘t need any special AS-i power supply. With a standard 24V
power supply a 50 m line lenght and with an AS-i power supply min. 100 m line
lenght can be realised.

AS-i Power
24V geerdet

change
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11.5.7

11.5.8

Main menu

AS-i Power
AS-i PWR Supply
change

Ethernet diagnostics interface with web server

These devices allow diagnostics for both the Gateway and the AS-i networks (in-
cluding Safety technology) over Ethernet without additional software. AS-i net-
work can be thus a part of a remote maintenance concept. Morover the configura-
tion file are stored on the web server and so they are always within reach.

Transitionless operating mode changes

Il SETUP || MODE CHANGE ||

These devices are able to change the operating mode from projecting mode to
the protected operating mode without having to first go to the "offline phase".

This means the Slave outputs are not cleared and the safe Slaves not turned off.
Activation and deactivation is set using the Ethernet start parameterization.
This function must be explicitly activated; the default setting is “Deactivated.”

The setting for activated and deactivated is saved, which means that it remains
set after a "power cycle".

Mode Change

Offline Phase
yes
change
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EtherNet/IP Interface

Object modelling

The attributes of bus participants are mapped into objects in the CIP family (De-
viceNet, ControlNet and EtherNet/IP) bus systems.

In addition to for all EtherNet/IP devices common objects, there are other objects
in the AS-i gateways to access the data of the AS-i network:

« Identity

¢ Assembly

e AS-i master

e AS-islave

¢ |/O data

« Advanced diagnostics

¢ Short command interface

¢ Long command interface

« Safety Control Status (internal)
« Safety Control Status (external)

Class code |Object name Number of instances
1 (0x01) Identity 1
2 (0x02) Message router 1
4 (0x04) Assembly 24 (single master (e.g.: "2447"))
86 (double master, (e.g.: "2761"))
6 (0x06) Connection manager 1
71 (0x47) Device level ring 1
72 (0x48) Quality of service 1
100 (0x64) AS-i master 1 for each AS-i circuit
101 (0x65) AS-i slave 64 for each AS-i circuit
102 (0x66) E/A data 1 for each AS-i circuit
103 (0x67) Advanced diagnosics 1 for each AS-i circuit
104 (0x68) Short command interface 1
105 (0x69) Long command interface 1
106 (0x6A) Safety Control Status internal | 1
Monitor
107 (0x6B) Safety Control Status external | 1 for each AS-i circuit
Monitor

Tab. 12-9.
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Identity object

class code: 1 (0x01)
number of instanzes: 1

instance attributes

Attribute ID [Access Rule [Name Value
1 (0x01) get vendor 5
2 (0x02) get device type 12
3 (0x03) get product code e. g.: "2448" (double master)
e. g.: "2447" (single master)
4 (0x04) get revision 11
5 (0x05) get status see overwiev listed below
6 (0x06) get serial number  |unique number, 32-bit
7 (0x07) get product name |e. g.: ""VBG-ENX-K30-DMD-S16"
Tab. 12-10.
Common services
Service Code |Class |[Instance |Service name
5 (0x05) no yes code 1
(class + instance)
16 (0x10) yes yes get attributes all
14 (OxOE) yes yes get attributes all
Tab. 12-11.
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80

12.2

Device Level

Ring Object

Class Code: 71 (0x47)
number of instanzes: 1

instance attributes
Attribute ID |Access Rule [Name Value
1 (0x01) get network topol- [0 (linear), 1 (ring)
ogy
2 (0x02) get network status [0 (normal), 1 (ring fault)
10 (OxOE) get active supervi- |byte 0-3: ip-adress,
sor address byte 4-9: mac-adress
12 (0x0C) get capability flags |1 (announce-based ring node)
Tab. 12-12.
Common Services
Service Code |Class [Instance |Service Name
1 (0x01) yes yes get attributes all
14 (OxOE) yes yes get attribute single
Tab. 12-13.
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12.3

(=10 [O [0 [0

Quality of Service Object
Class Code: 72 (0x48)
number of instanzes: 1
instance attributes

Attribute ID [Access Rule [Name Value
1 (0x01) get/set 802.1q tag ena- |0 (disabled), 1 (enabled)
ble
4 (0x04) get/set dscp urgent dscp after rfc 3168 for cip class 0/1
urgent (default 55)
5 (0x05) get/set dscp scheduled |dscp after rfc 3168 for cip class 0/1
scheduled (default 47)
6 (0x06) get/set dscp high dscp after rfc 3168 for cip class 0/1
high (default 43)
7 (0x07) get/set dscp low dscp after rfc 3168 for cip class 0/1
low (default 31)
8 (0x08) get/set dscp explicit dscp after rfc 3168 for cip class 3/
ucmm (default 27)
Tab. 12-14.
Common Services
Service Code |Class [Instance |Service Name
14 (OxOE) no yes get attributes single
16 (0x10) no yes get attribute single
Tab. 12-15.
Information!

Information!

Information!

Information!

accordance with IEEE 802.1Q.
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The new settings take effect only after a device restart.

If “802.1Q Tag Enable” is turned on, the VLAN ID set in the device menu “Ethernet” ->
“EtherNet/IP* -> “VLAN ID" is used.

The integrated switch uses four internal priority queues.

The VLAN ID is only used if in the EtherNet/IP Quality of Service Object (0x48)
Attribute 1 (802.1Q Tag Enable) is set to 1 (= ON), so that Ethernet frames are sent in
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EtherNet/IP Interface

Mapping of the SDCP and 802.1D priorities to the queues is as follows:

Switch queue DSCP 802.1D priority
4 (highest priority) 59 7
3 46, DSCP Urgent, DSCP Scheduled, |4, 5, 6
DSCP High
2 24, DSCP Low, DSCP Explicit 2,3
1 (lowest priority) other values 0,1

Tab. 12-16.

12.9.2013
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Assembly Object

class code 4 (0x04)
number of instances: 86

The Assembly Object bandles data from the application objects.

The Assembly Object Instances consist of (in case of a double master):

A-slaves and/or single slaves from circuit 1

single, A- and B-slaves (all slaves) from circuit 1
A-slaves and/or single slaves from both circuits
single, A- and B-slaves (all slaves) from both circuits
no 16-bit data

no command interface

short command interface

long command interface

no safety FB bits/status

safety FB bits/status

16-bit data of slaves 10 ... 31 from circuit 1 (or from both circuits) sorted in

ascending order

16-bit data of slaves 29 ... 31 from circuit 1 (or from both circuits) in the fol-

lowing format:

16-bit data of slaves 29 ... 31

byte data item (attribute ID=3)
n Slave 31 ch1l high byte
n+1 Slave 31 chl low byte
n+2 Slave 31 ch2 high byte
n+3 Slave 31 ch2 low byte
n+4 Slave 31 ch3 high byte
n+5 Slave 31 ch3 low byte
n+6 Slave 31 ch4 high byte
n+7 Slave 31 ch4 low byte
n+8 Slave 30 ch1l high byte
n+9 Slave 30 chl low byte
n+10 Slave 30 ch2 high byte
n+11 Slave 30 ch2 low byte
n+12 Slave 30 ch3 high byte
n+13 Slave 30 ch3 low byte
n+14 Slave 30 ch4 high byte

FAPEPPERL+FUCHS
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16-bit data of slaves 29 ... 31

n+15 Slave 30 ch4 low byte
n+16 Slave 29 chl high byte
n+17 Slave 29 chl low byte
n+18 Slave 29 ch2 high byte
n+19 Slave 29 ch2 low byte
n+20 Slave 29 ch3 high byte
n+21 Slave 29 ch3 low byte
n+22 Slave 29 ch4 high byte
n+23 Slave 29 ch4 low byte

Tab. 12-17.

Instances 100 (0x64) ... 135 (0x87), 172 (OxAC), 174 (OxAE), 176 (0xB0), 178
(0xB2), 180 (0xB4), 182 (0xB6) and 184 (0xB8) can only be read, while instances
136 (0x88) ... 171 (0xAB), 173 (OxAD), 175 (OxAF), 177 (0xB1), 179 (0xB3), 181
(0xB5), 183 (0xB7) und 185 (0xB9) can be read and written.

Information!

The are only instances 100 (0x64)...105 (0x69), 109 (Ox6D) ... 114 (0x72), 172
(0XAC) und 173 (OxAD) in case of a single master.
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12.4.1 Assembly Objects for VBG-ENX-K30-DMD-S16-C1, VBG-ENX-K30-DMD-S16
Assembly Instance Data Item
input output size digital analog command inter-
(byte) face
100 (0x64) | 136 (0x88)| 16
101 (0x65) | 137 (0x89)| 28 short
102 (0x66) | 138 (0x8A)| 54 long
103 (0x67) | 139 (0x8B) 40 AS. dreuit 1 AS. dreuit 1
104 (0x68) | 140 (0x6C) 52 singllzr;:ld A-slaves ana:ocgl;rz:gt/e; 29..31 short
105 (0x69) | 141 (0x8D) 78 long
106 (Ox6A) | 142 (OX8E)| 64 S direut 142
107 (0x6B)| 143 (0x8F)| 76 ana:ocgz:gt/es 5o 31 L_Shot
108 (0x6C)| 144 (0x90)| 102 long
109 (0x6D)| 145 (0x91)| 32
110 (OX6E) | 146 (0x92)| 44 short
111 (OX6F) | 147 (0x93)| 70 long
112 (0x70) | 148 (0x94)| 56 AS. dreuit 1 AS. dreuit 1
113 (0x71) | 149 (0x95)| 68 all sII:\I/I:;“ ' ana:ocgl;rz:gt/e; 29..31 short
114 (0x72) | 150 (0x96)| 94 long
115 (0x73) | 151 (0x97)| 80 S direut 142
116 (0x74) | 152 (0x98)| 92 ana:ocgz:gt/es 5o 31 | Shot
117 (0x75) | 153 (0x99)| 118 long
118 (0x76) | 154 (0x9A)| 32
119 (0x77) | 155 (0x9B)| 44 short
120 (0x78) | 156 (0x9C)| 70 long
121 (0x79) | 157 (0x9D) 56 o o
2 0on| w000 s | AIE Ao e
123 (0x7B)| 159 (0x9F)| 94 long
124 (0x7C)| 160 (0XA0)| 80 S direut 142
125 (0x7D)| 161 (0xAl)| 92 ana:ocgz:;t/es 59 31 L Short
126 (OX7E)| 162 (0xA2)| 118 long
127 (0x7F) | 163 (0xA3)| 64
128 (0x80) | 164 (0xA4) |76 short
129 (0x81) | 165 (0XA5) |102 long
130 (0x82) |166 (OxA6) |88 AS. cieuit 142 AS. dreut 1
131 (0x83) | 167 (OxAT) | 100 all sII:\I/I::I Y ana:ocgl;rz:gt/e; 29..31 short
132 (0x84) | 168 (0xA8) |126 long
133 (0x85) | 169 (0xA9) |112 S direut 142
134 (0x86) | 170 (OXAA) | 124 ana:ocgz:;t/es 59 31 | Short
135 (0x87) | 171 (OXAB) | 150 long
Tab. 12-18.
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86

Assembly Objects for VBG-ENX-K30-DMD-S16-EV

Assembly Instance Data Item
[h4
a
] <
© =
5 | B
_ _ EE |8 |22
2 ] 2 m < = |
S S| & s (7] T o
- 8 s Q|3 S E |2 |= r |
> o S o |= © £ @ @ c | &
(=% N N (=) ‘S T = p=
£ @ |3 o |5 2 S |§ |8 E |E
100 (0x64) |16 | 136 (0x88) |16 5 | 10
101 (0x65) | 28 | 137 (0x89) |28 short 5 | 10
102 (0x66) |54 | 138 (0x8A) |54 long 6 | 14
103 (0x67) |40 |139 (0x8B) |40 | AS-i 6 | 14
circuit 1, AS-i circuit 1,
104 (0x68) |52 | 140 (0x8C) |52 single-and | analog slaves 20 .. 31 short 6 | 14
105 (0x69) | 78 | 141 (0x8D) |78 | A-slaves long 8 | 18
106 (Ox6A) |64 | 142 (OX8E) |64 8 | 16
AS-i circuit 1+2,
107 (0x6B)| 76 | 143 (0x8F) |76 analog slaves 29 .. 31 short 8 | 18
108 (0x6C)| 102 144 (0x90) | 102 long 10 | 22
109 (0x6D)| 32 | 145 (0x91) |32 6 | 12
110 (OX6E) |44 | 146 (0x92) |44 short 6 | 14
111 (Ox6F) | 70 | 147 (0x93) |70 long 8 | 16
112 (0x70) |56 | 148 (0x94) |56 | aqj 7 | 15
. AS-i circuit 1,
113 (0x71) |68 |149 (0x95) |68 | circuit 1, short] 8 16
I slaves analog slaves 29 .. 31
114 (0x72) | 94 | 150 (0x96) |94 | & long 9 | 18
115 (0x73) |80 | 151 (0x97) |80 9 | 18
AS-i circuit 1+2,
116 (0x74) |92 | 152 (0x98) |92 analog slaves 29 .. 31 short 9 | 18
117 (0x75) | 118 153 (0x99) | 118 long 11| 24
118 (0x76) |32 | 154 (0x9A) |32 6 | 12
119 (0x77) |44 | 155 (0x9B) |44 short 6 | 14
120 (0x78) | 70 |156 (0x9C) | 70 long 8 | 16
121 (0x79) |56 |157 (0x9D) |56 | AS-i 7 |15
circuit 1+2, | AS-i circuit 1,
122 (0x7A)| 68 | 158 (Ox9E) |68 single- and | analog slaves 29 .. 31 short 8 | 16
123 (0x7B)|94 | 159 (Ox9F) |94 | A-slaves long 9 | 18
124 (0x7C)| 80 | 160 (0xA0) |80 9 | 18
AS-i circuit 1+2,
125 (0x7D)| 92 | 161 (0xAl1) |92 analog slaves 29 .. 31 short 9 | 18
126 (OX7E)| 118 162 (0xA2) | 118 long 11| 24
127 (OX7F) |64 | 163 (0xA3) |64 8 | 16
128 (0x80) | 76 | 164 (0xA4) | 76 short 8 |18
129 (0x81) | 102 165 (0xAS5) | 102 long 10 |22
130 (0x82) | 88 | 166 (0XA6) |88 | ag.j AS-i circuit 1, 9 |18
131 (0x83) | 100| 167 (0xA7) |100| circuit 1+2, |analog slaves 29 .. 31 |gport 10 |22
132 (0x84) | 126 168 (0xA8) | 126| 2ll slaves long 12 |25
133 (0x85) | 112/ 169 (0xA9) | 112 AS-i circuit 1+2, 11 |24
134 (0x86) | 124| 170 (0xAA) | 124 analog slaves 29 .. 31 [ghort 12 |25
135 (0x87) | 150/ 171 (OXAB) | 150 long 13 |26
Tab. 12-19.
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Assembly Instance Data ltem
©
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E % |5 o |6 Z 8§ |8 |8 |E |E
172 (OXAC) 246| 173(0xAD) |246| AS-i_ AS-i circuit 1, 17 |32
circuit 1, all | | 0. 31
slaves analog slaves 10 .. long
174 (OXAE)| 454|175 (OXAF) | 454 AS-i circuit 1 + 2, 25 |50
analog slaves 10 .. 31
176 (0xB0)| 98 |177(0xB1) |66 10 |20
178 (0xB2)| 136| 179(0xB3) |104 long 12 |25
AS-i —
180 (0xB4)| 146| 181(0xB5) |114 circuit 1+ 2, AS-i circuit 1+2, 2 22 13 |26
all slaves analog slaves 29 .. 31 bytes byte
182 (0xB6)| 184| 183(0xB7) | 152 AS-i circuit 1+2, In/ 10 |15 |30
analog slaves 29 .. 31 | Qut
oni
184 (0xB8)| 488| 185(0xB9) |456 AS-i circuit 1+2, 9 27 |52
analog slaves 10 .. 31
Tab. 12-19.
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125 AS-i Master Object
class code: 100 (0x64)
1 instance for each AS-i circuit
attribute access name devicenet data default data
ID rule type value
100 (0x64) get ec-flags UINT (16-bit)
101 (0x65) get/set hi-flags USINT
102 (0x66) get/set operational mode BOOL
103 (0x67) get LDS (list of detected slaves) ULINT
104 (0x68) get/set LPS (list of projected slaves) ULINT
105 (0x69) get LAS (list of activated slaves) ULINT
106 (Ox6A) get LPF (list of peripheral faults) ULINT
107 (0x6B) get/set Store_Actual_Configuration BOOL
108 (0x6C) get/set Store_Actual_Parameters BOOL
109 (0x6D) get/set Change_Slave_Adress UINT
110 (OX6E) get/set Lock push-buttons BOOL
Tab. 12-20.
EC-flags (16-bit)
215 214 213 212 211 210 29 28 27 26 25 24 23 22 21 20
DA |NSE [OV |EF |- - — Pok |[OR |APF |[NA |CA |[AAv |AAs [SO |Cok
Tab. 12-21.
DA (double_address): AS-i duplicate address detection
0: no duplicate address
1: duplicate address
NSE (noise): AS-i noise detection
0: no noise
1: noise fault
OV (overvoltage): AS-i overvoltage detection
0: no overvoltage
1: overvoltage fault
EF (earth_fault): AS-i earth fault detection
0: no earth fault
1: earth fault
PoK (periphery_ok): Periphery is OK
0: Periphery is OK
1: Periphery is not OK
OR (offline_ready: The off-line phase is active
APF (ASi-power_fail): An AS-i power fail is occured
NA (normal_operation_active): The normal operation mode is active
0: normal operation is active
1: normal operation is not active
CA (configuration_active): The configuration-mode is active
88
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

EtherNet/IP Interface

AAv (Auto_Address_Available): Automatic programming is possible
0: Auto-address is possible
1: Auto-address is not possible

AAs (Auto_Address_Assign): Automatic programming is allowed
SO (LDS.0): There is an AS-i slave with address '0’
Cok (config_ok): Configuration error:

0: no error
1: error

Hi-flags (8-bit)

22 2t 20

AAe |OL DX
Tab. 12-22.
AAe: Auto_Address_Enable
OL: Off-line
DX: Data_Exchange_Active

Operational mode (8-bit):

1: |configuration mode

0: | protected mode

LDS, LAS, LPS, LPF (64-bit)
Byte |27 26 25 24 23 22 2t 20

0 A 6A 5A 4A 3A 2A 1A 0A

7 31B ‘305 ‘293 ‘288 ‘275 ‘ZGB ‘253 ‘24:3
Tab. 12-23.

LDS: list of detected slaves
LAS: list of activated slaves
LPS: list of activated slaves
LPF: list of peripheral faults

12.9.2013
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

EtherNet/IP Interface

Store actual parameter/store actual configuration/lock push-buttons
True: proceed the action

Change slave address (16-bit)

Byte [o7 [26 [25 [p4 ‘23 ‘22 ‘21 ‘20

0 - B source address

1 - B target address

Tab. 12-24.

Meaning of the bit B

B=0: |Single AS-i Slave or A-slave

B=1: B-slave

12.9.2013
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

EtherNet/IP Interface

12.6 AS-i slave Object

class code: 101 (0x65)
64 instances for each AS-i circuit, 1 for each AS-i slave

instance ID AS-i slave
1 (0x01) slave 0, circuit 1
2 (0x02) slave 1A, circuit 1
32 (0x20) slave 31A circuit 1
33 (0x21) empty, circuit 1
34 (0x22) slave 1B, circuit
64 (0x40) slave 31B, circuit 1
65 (0x41) slave 0, circuit 2
96 (0x60) slave 31A, circuit 2
97 (0x61) empty, circuit 2
98 (0x62) slave 1B, circuit 2
128 (0x80) slave 31B, circuit 2
Tab. 12-25.
attribute access name devicenet remark
rule data type
100 (0x64) |get actual configuration UINT
101 (0x65) |get/set permanent configuration UINT slave 0, 32: not read-/writea-
102 (0x66) |get/set actual parameters USINT ble
103 (0x67) |get/set permanent parameters USINT
104 (0x68) |get/set xID1 USINT slave 0: writeable only,
slave 0 - 32: readable

Tab. 12-26.

actual configuration/permanent configuration (16-bit)
215 ‘214 ‘213 ‘212 211 ‘210 ‘29 |28 27 |26 ‘25 ‘24 23 ‘22 |21 ‘20

ID 10 xID2 XID1
Tab. 12-27.
parameter xID1 (8-bit)
2 5 5 [t B 22 [
- data
Tab. 12-28.

12.9.2013
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor
EtherNet/IP Interface

12.7 1/0 Data Object

class code: 102 (0x66)

Input and output data

1 instance for each AS-i circuit
Instance 1 equates to AS-i circuit 1
Instance 2 equates to AS-i circuit 2

attribute access rule |name devicenet data default data
ID type value
100 (0x64) get input data image, single and A-slaves| ARRAY[16] of

USINT
101 (0x65) get input data image, B-slaves ARRAY[16] of

USINT
102 (0x66) get/set output data image single and A- ARRAY[16] of

slaves USINT

103 (0x67) get/set output data image, B-slaves ARRAY[16] of

USINT
104 (0x68) get 16-bit input data slave 1 ARRAY([4] of INT
134 (0x86) get 16-bit input data slave 31 ARRAY[4] of INT
135 (0x87) get/set 16-bit output data slave 1 ARRAY([4] of INT
165 (0xA5) get/set 16-bit output data slave 31 ARRAY[4] of INT

Tab. 12-29.

12.9.2013
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Input and Output Data Image

Byte 27 26 25 2% 23 22 ‘ 2 20
F3 F2 F1 FO
0 flags slave 1/1A
1 slave 2/2A slave 3/3A
2 slave 4/4A slave 5/5A
3 slave 6/6A slave 7/7A
4 slave 8/8A slave 9/9A
5 slave 10/10A slave 11/11A
6 slave 12/12A slave 13/13A
7 slave 14/14A slave 15/15A
8 slave 16/16A slave 17/17A
9 slave 18/18A slave 19/19A
10 slave 20/20A slave 21/21A
11 slave 22/22A slave 23/23A
12 slave 24/24A slave 25/25A
13 slave 26/26A slave 27/27A
14 slave 28/28A slave 29/29A
15 slave 30/30A slave 31/31A
16 reserved slave 1B
17 slave 2B slave 3B
18 slave 4B slave 5B
19 slave 6B slave 7B
20 slave 8B slave 9B
21 slave 10B slave 11B
22 slave 12B slave 13B
23 slave 14B slave 15B
24 slave 16B slave 17B
25 slave 18B slave 19B
26 slave 20B slave 21B
27 slave 22B slave 23B
28 slave 24B slave 25B
29 slave 26B slave 27B
30 slave 28B slave 29B
31 slave 30B slave 31B
Tab. 12-30.
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12.8

94

Flags

Input data Output data
FO |ConfigError Off-line
F1 |APF LOS-master-bit
F2 |PeripheryFault — ConfigurationMode
F3 | ConfigurationActive — ProtectedMode
Tab. 12-31.
ConfigError: 0=ConfigOK 1=ConfigError
APF: 0=AS-i-Power OK 1=AS-i-Power Fall
PeripheryFault: 0=PeripheryOK 1=PeripheryFault
ConfigurationActive:  0=ProtectedOperationMode 1=ProjectingMode
Off-Line: 0=0n-Line 1=0ff-Line
LOS-master-bit 0=0ff-Line by ConfigError 1=0ff-Line by ConfigError
deactivated activated.

16-bit

data

Information!
A-slaves map the data on channels 1 and 2.
B-slaves map the data on channels 3 and 4.

In addition to the access via the command interfaces, the 16-bit data for or by the
slaves with 16-bit value can by exchanged cyclically (profile 7.3., S-7.4, S-6.0, S-
7.5, S-7.A.8, S-7.A.9, S-7.A.A). Competing writing access attemps on 16-bit out-
put data will not be blocked by every other. If 16-bit output data for a particular
slave are being transmitted both cyclically and acyclically with the command inter-
face, the acyclically transmitted values will be overwritten by the cyclically trans-
mitted values.

Data of all channels of a slave can be transmitted in a reserved data area. There-
fore accessing 16-bit data is as easy as accessing digital data.

16-bit value
Word | 215 214 [ 913 512 [ 511 ] 510 99 [ 98 [ o7 [ 26 [ 95 [ 94 [ 23 [ 92 [ 21 [ 20
D15/ D14|D13|D12|D11|D10| D9 | D8| D7 | D6| D5 | D4 | D3| D2| D1 | DO
1 slave X, channel 1
2 slave X, channel 2
3 slave X, channel 3
4 slave X, channel 4

Advanced Diagnostics Object

class code: 103 (0x67)

Tab. 12-32.

FAPEPPERL+FUCHS

12.9.2013



AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

EtherNet/IP Interface

1 instance for each AS-i circuit
Instance 1 equates to AS-i circuit 1
Instance 2 equates to AS-i circuit 2

attribute access name devicenet default
ID rule data type data value
100 (0x64) Get/Set LOS (List of offline slaves) ULINT
101 (0x65) Get error counter A ARRAY[32] of USINT
102 (0x66) Get error counter B ARRAY[32] of USINT
Tab. 12-33.

Slave error counter:

single and A slaves

Index |error counter

1 slave 1/1A
2 slave 2/2A
3 slave 3/3A

31 slave 31/31A

Tab. 12-34.
B slaves
index |error counter
1 slave 1B
2 slave 2B
3 slave 3B
31 slave 31B
Tab. 12-35.

12.9.2013

F3PEPPERL+FUCHS %



AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

EtherNet/IP Interface

12.9

12.10

96

Short Command Interface Object

class code: 104 (0x68)

1 instance
attribute access name devicenet default
ID rule data type data value
100 (0x64) get/set content ARRAY[12] of USINT
command [0]
toggle-bit and AS-i circuit [1]
data [2...11]
Tab. 12-36.
Long Command Interface Object
class code: 105 (0x69)
1 instance
attribute access name devicenet default
ID rule data type data value
100 (0x64) get/set content ARRAY [38] of USINT
command [0]
toggle-bit and AS-i circuit [1]
data [2...37]
Tab. 12-37.

For special details acc. the command interface commands see the separat manu-
al "AS-i 3.0 Command Interface".
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor
EtherNet/IP Interface

12.11 Safety Control/Status

12.11.1 Internal monitor

12.11.1.1 Safety Control Status internal monitor for VBG-ENX-K30-DMD-S16-C1, VBG-
ENX-K30-DMD-S16

class code: 106 (0x6A)

1 instance
attribute access name devicenet default
ID rule data type data value
100 (0x64) | get ARRAY [16] of USINT
safety status release circuit 1 [0]
safety status release circuit 2 [1]
[2...14]
safety status relais circuit 16 [15]
101 (0x65) get/set safety control USINT

Tab. 12-38.

Coding of states and colors see tab. <Coding of status bytes per OSSD>.

Safety control
byte description
1 byte from the EtherNet/IP
bit0: 1.Y1
bit1: 1.Y2
bit2: 2.Y1
bit 3: 2.Y2
bit4 ... 7: reserved

Set (data write access)

The bits of the output bytes which have been set via the host interface are ORed with
the real and the homonymous hardware inputs of the device.

GET (data read access)

The information-bits of the outputs 1.Y1, 1.Y2, 1.Y2 and 2.Y2 which have been read
back only reflect the data bits set via the host interface.

(=10
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integ

EtherNet/IP Interface

Coding of status bytes per OSSD

Bit [0 ... 3] |[State or. color

0046 green permanent lighting

0146 green flashing

0246 yellow permanent lighting

0316 yellow flashing

0446 red permanent lighting

0516 red flashing

0616 grey or off

0746 reserved

Bit [6] status or color

0 no device flashing yellow

1 at least one device flashing yellow
Bit [7] status or color

0 no device flashing red

1 at least one device flashing red

Tab. 12-39.

12.9.2013
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

EtherNet/IP Interface

12.11.1.2 Feldbus bits internal monitor for VBG-ENX-K30-DMD-S16-EV

Class Code: 106 (0x6A)

1 Instance

Attribute Access Name DeviceNet Default
ID Rule Data Type Data Value
100 (0x64) | get ARRAY [32] of USINT

safety status OSSD 1 [0]

safety status OSSD 2 [1]

[2...30]

safety status OSSD 32 [31]
101 (0x65) get/set fieldbus bits ARRAY [2] of USINT

Tab. 12-40.

Fieldbus bits
Bit 15 0.3 2t o
meaning Bits from EtherNet/IP

12.9.2013
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12.11.2 External Monitor

12.11.2.1 Safety Control Status external Monitor

class code: 107 (0x6B)
1 instance per AS-i circuit

attribute access name devicenet default
ID rule data type data value
100 (0x64) get slave 1: ARRAY [8] of USINT

safety status release circuit 1

[0]

safety status release circuit 2

[1]

[2...6]

safety status, release circuit 8

[

ARRAY [8] of USINT
safety status release circuit 1| [0]

130 (0x82) get slave 31:

safety status release circuit 2| [1]

safety status release circuit 8| [7]
USINT

131 (0x83) get/set safety control slave 1

USINT

161 (0xA1) get/set safety control slave 31

Tab. 12-41.

Coding of states and colors see tab. <Coding of status bytes per OSSD>.

Safety control
Byte description
1 byte from the EtherNet/IP
bit0: 1.Y1
bit 1: 1.Y2
bit2: 2.Y1
bit 3: 2.Y2
bit4 ... 7: reserved

Set (data write access)

The bits of the output bytes which have been set via the host interface are ORed with
the real and the homonymous hardware inputs of the device.

GET (data read access)

The information-bits of the outputs 1.Y1, 1.Y2, 1.Y2 and 2.Y2 which have been read
back only reflect the data bits set via the host interface.

[—1O
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integ

EtherNet/IP Interface

Coding of status bytes per OSSD

Bit [0 ... 3] |[State or. color

0046 green permanent lighting

0146 green flashing

0246 yellow permanent lighting

0316 yellow flashing

0446 red permanent lighting

0516 red flashing

0616 grey or off

0746 reserved

Bit [6] status or color

0 no device flashing yellow

1 at least one device flashing yellow

Bit [7] status or color

0 no device flashing red

1 at least one device flashing red
Tab. 12-42.

Information!

For further codes indicated by the display, see section <Status indication, faults and
fault elimination>.

(=10
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13.

102

The Modbus Address Table

Cyclic data exchange similar to the Momentum Ethernet Adapter
AS-i circuit 1: Input Data Imagge IDI

4x contact |read access
refer-
ence
bit value 215 | 914 | 913 | 512|511 (910 |29 |98 |7 [96 |25 [24 |23 [92 |91 |50
Jbit* 1 1|2 (3 |4 |5 |6 |7 |8 |9 |10 |11 |12 |13 |14 |15 |16
1 1-16 F1 |F2 |F3 |F4 |F5 |F6 |F7 |F8 |F9 |F10 |F11 |F12 |F13 |F14 |F15 |F16
2 17 -32  |slave 0/0A slave 1/1A slave 2/2A slave 3/3A
DO ‘Dl ‘DZ ‘DS DO ‘Dl ‘DZ ‘DB DO ‘Dl ‘DZ |D3 DO ‘Dl ‘DZ ‘DB
3 33-48 slave 4/4A slave 5/5A slave 6/6A slave 7/7A
4 49 - 66 slave 8/8A slave 9/9A slave 10/10A slave 11/11A
5 65-80 |slave 12/12A slave 13/13A slave 14/14A slave 15/15A
6 81-96 |slave 16/16A slave 17/17A slave 18/18A slave 19/19A
7 97 - 112 |slave 20/20A slave 21/21A slave 22/22A slave 23/23A
8 113 - 128 | slave 24/24A slave 25/25A slave 26/26A slave 27/27A
9 129 - 144 | slave 28/28A slave 29/29A slave 30/30A slave 31/31A
10 145 - 160 | not used slave 1B slave 2B slave 3B
11 161 - 176 |slave 4B slave 5B slave 6B slave 7B
12 177 - 192 | slave 8B slave 9B slave 10B slave 11B
13 193 - 208 | slave 12B slave 13B slave 14B slave 15B
14 209 - 224 | slave 16B slave 17B slave 18B slave 19B
15 225 - 240 | slave 20B slave 21B slave 22B slave 23B
16 241 - 256 | slave 24B slave 25B slave 26B slave 27B
17 257 - 272 | slave 28B slave 29B slave 30B slave 31B

F1 - F16: flags, see tab. <Reference 1>.
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

The Modbus Address Table

Cyclic data exchange similar to the Momentum Ethernet Adapter
AS-i circuit 2: Input Data Imagge IDI

4ax contact | read access
reference
bit value 215 (914 | 913 [ 512 [ 511 (510 (59 |98 |57 |26 |25 |24 |23 |22 |1 |20
L,Bit* 1 {2 |3 |4 |5 |6 7 |8 |9 10 |11 |12 |13 |14 |15 |16
18 273-288 |F1 |F2 |F3 |F4 |F5 |F6 |F7 |F8 |F9 |F10 F11 |F12 |F13 |F14 |F15 [F16
19 289 - 304 | slave 0/0A slave 1/1A slave 2/2A slave 3/3A

DO ‘Dl |D2 |D3 DO |D1 |D2‘D3 DO ‘Dl |D2 ‘D3 DO ‘01 ‘DZ |D3
20 305 - 320 | slave 4/4A slave 5/5A slave 6/6A slave 7/7A
21 321 - 336 | slave 8/8A slave 9/9A slave 10/10A slave 11/11A
22 337 - 352 | slave 12/12A slave 13/13A slave 14/14A slave 15/15A
23 353 - 368 | slave 16/16A slave 17/17A slave 18/18A slave 19/19A
24 369 - 384 | slave 20/20A slave 21/21A slave 22/22A slave 23/23A
25 385 - 400 | slave 24/24A slave 25/25A slave 26/26A slave 27/27A
26 401 - 416 | slave 28/28A slave 29/29A slave 30/30A slave 31/31A
27 417 - 432 | not used slave 1B slave 2B slave 3B
28 433 - 448 | slave 4B slave 5B slave 6B slave 7B
29 449 - 464 | slave 8B slave 9B slave 10B slave 11B
30 465 - 480 | slave 12B slave 13B slave 14B slave 15B
31 481 - 496 | slave 16B slave 17B slave 18B slave 19B
32 497 - 512 | slave 20B slave 21B slave 22B slave 23B
33 513 - 528 | slave 24B slave 25B slave 26B slave 27B
34 529 - 544 | slave 28B slave 29B slave 30B slave 31B

Tab. 13-44.

F1 - F16: flags, see tab. <Reference 1>.
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Cyclic data exchange similar to the Momentum Ethernet Adapter
AS-i circuit 1: Output Data Imagge ODI

4x contact | write access
reference
bit value 215 [ 914 | 913 [ 512 | 511 (910 |29 |98 (o7 |26 |25 |24 [23 |22 [ol |0
LBit* 112 (3 |4 |5 |6 |7 |8 |9 |10 |11 |12 |13 |14 |15 |16
1 1-16 F1 |F2 |F3 |F4 |F5 |F6 |F7 |F8|F9 |F10|F11 |F12 |F13 |F14 |F15 |F16
2 17 -32  |slave 0/0A slave 1/1A slave 2/2A slave 3/3A

DO (D1 (D2 |D3 |DO (D1 (D2 (D |DO |D1 (D2 |D3 |DO |D1 |D2 |D3

3
3 33-48 slave 4/4A slave 5/5A slave 6/6A slave 7/7A
4 49 - 66 slave 8/8A slave 9/9A slave 10/10A slave 11/11A
5 65 - 80 slave 12/12A slave 13/13A slave 14/14A slave 15/15A
6 81-96 |slave 16/16A slave 17/17A slave 18/18A slave 19/19A
7 97 - 112 |slave 20/20A slave 21/21A slave 22/22A slave 23/23A
8 113 - 128 | slave 24/24A slave 25/25A slave 26/26A slave 27/27A
9 129 - 144 | slave 28/28A slave 29/29A slave 30/30A slave 31/31A
10 145 - 160 | not used slave 1B slave 2B slave 3B
11 161 - 176 | slave 4B slave 5B slave 6B slave 7B
12 177 - 192 | slave 8B slave 9B slave 10B slave 11B
13 193 - 208 | slave 12B slave 13B slave 14B slave 15B
14 209 - 224 | slave 16B slave 17B slave 18B slave 19B
15 225 - 240 | slave 20B slave 21B slave 22B slave 23B
16 241 - 256 | slave 24B slave 25B slave 26B slave 27B
17 257 - 272 | slave 28B slave 29B slave 30B slave 31B
Tab. 13-45.

F1 - F16: flags, see tab. <Reference 1>.
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

The Modbus Address Table

Cyclic data exchange similar to the Momentum Ethernet Adapter
AS-i circuit 2: Output Data Imagge ODI

4ax contact | write access
reference
bit value 215 | 914 | 913 | 912 | p11 10 29 |28 |97 (96 |25 |24 |93 |92 [pl [0
it i1 /2 |3 |4 |5 |6 |7 |8 |9 |10 |11 |12 |13 |14 |15 |16
18 273-288 |F1 |F2 |F3 |F4 |F5 |F6 |F7 |F8 |F9 |F10 |F11 |F12 |F13 |F14 |F15 |F16
19 289 - 304 | slave 0/0A slave 1/1A slave 2/2A slave 3/3A

DO |D1 |D2 |D3 DO |D1 |D2 ‘03 DO‘Dl ‘DZ ‘D3 DO |D1 |D2 ‘D3
20 305 - 320 | slave 4/4A slave 5/5A slave 6/6A slave 7/7A
21 321 - 336 | slave 8/8A slave 9/9A slave 10/10A slave 11/11A
22 337 - 352 | slave 12/12A slave 13/13A slave 14/14A slave 15/15A
23 353 - 368 | slave 16/16A slave 17/17A slave 18/18A slave 19/19A
24 369 - 384 | slave 20/20A slave 21/21A slave 22/22A slave 23/23A
25 385 - 400 | slave 24/24A slave 25/25A slave 26/26A slave 27/27A
26 401 - 416 | slave 28/28A slave 29/29A slave 30/30A slave 31/31A
27 417 - 432 | not used slave 1B slave 2B slave 3B
28 433 - 448 | slave 4B slave 5B slave 6B slave 7B
29 449 - 464 | slave 8B slave 9B slave 10B slave 11B
30 465 - 480 | slave 12B slave 13B slave 14B slave 15B
31 481 - 496 | slave 16B slave 17B slave 18B slave 19B
32 497 - 512 | slave 20B slave 21B slave 22B slave 23B
33 513 - 528 | slave 24B slave 25B slave 26B slave 27B
34 529 - 544 | slave 28B slave 29B slave 30B slave 31B

Tab. 13-46.

F1 - F16: flags, see tab. <Reference 1>.
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

The Modbus Address Table

The bits within the words of this block are arranged appropriate for the BLKM
(Block Move) function in Modicon's 984 Ladder Language (as proposed in the
Open Modbus Specification, Release 1.0). The bits are numbered from most sig-
nicant bit to least signicant bit:

Reference 1

Flag bit bit value |write read

F1 1 8000y, Data_Exchange_Active Config_OK

F2 2 4000y, Off-Line LDS.0

F3 3 2000, Auto_Address_Enable Auto_Address_Assign
F4 4 1000, Configuration Mode on Auto_Address_Available
F5 5 800 Configuration Mode off Conguration_Active

F6 6 400y, Normal_Operation_Active
F7 7 200, APF/not APO

F8 8 100y, Offline_Ready

F9 9 80 Periphery_OK

F10 10 40y,

F11 11 20y,

F12 12 10y

F13 13 8y Earth Fault

F14 14 4y Overvoltage

F15 15 2h Noise

F16 16 1y Duplicate Address

Tab. 13-47. Reference 1

12.9.2013
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Data_Exchange_Active:

Off-line:
Auto_Address_Enable:

Configuration_Mode_on:
Configuration_Mode_ off:
Config_OK:

LDS.0:
Auto_Address_Assign:
Auto_Address_Available:

Configuration_Active:
Normal_Operation_Active:

APF/not APO:
Offline_Ready:
Periphery_OK:

Earth Fault:
Overvoltage:
Noise:

Duplicate Address:

FAPEPPERL+FUCHS

If this output is set, no data transmisson between the
AS-i/Gateway and the AS-i slaves is possible.

0: Data exchange is active
1: Data exchange is not active

This output sets the master into the off-line phase

This output blocks the automatic slave-address program-
ming.

0: Auto-address is enabled

1: Auto-address is disabled

Configuration mode is on

Configuration mode is off

Configuration error:
0: no error
1: error

An AS-i slave with address zero exists

Automatic programming is allowed

Automatic programming is possible
0: Auto-address is possible
1: Auto-address is not possible

The configuration-mode is active

The normal operation mode is active
0: normal operation is active
1: normal operation is not active

An AS-i power fail occured

The off-line phase is active

Periphery is OK
0: Periphery is OK
1: Periphery is not OK

AS-i earth fault detection
0: no earth fault
1: earth fault

AS-i overvoltage detection
0: no overvoltage
1: overvoltage fault

AS-i noise detection
0: no noise
1: noise fault

AS-i duplicate address detection
0: no duplicate address
1: duplicate address
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Reference 2

Bit bit value write read

1 8000y, ODlI slave 0, DO IDI slave 0, DO
2 4000y, ODlI slave 0, D1 IDI slave 0, D1
3 2000y, ODlI slave 0, D2 IDI slave 0, D2
4 1000y, ODl slave 0, D3 IDI slave 0, D3
5 800, ODI slave 1, DO IDI slave 1, DO
6 400y, ODl slave 1, D1 IDI slave 1, D1
7 200y, ODl slave 1, D2 IDI slave 1, D2
8 100y, ODlI slave 1, D3 IDI slave 1, D3
9 80y, ODI slave 2, DO IDI slave 2, DO
10 40y, ODI slave 2, D1 IDI slave 2, D1

Tab. 13-48. Reference 2

Some of the flags are inverted in order to have zero values in protected mode dur-
ing normal operation without any conguration errors.

The bits within the words of all other blocks contain input or output data.

They have the following arrangement:

Bit |bitvalue |slave input or output port
1 8000y, 1 D3
2 4000y 1 D2
3 2000y, 1 D1
4 1000y, 1 DO
5 800, 0 D3
6 400y, 0 D2
7 200y, 0 D1
8 100y, 0 DO
9 80, 3 D3
10 |40, 3 D2
11 20 3 D1
12 |10y 3 DO
13 |8y 2 D3
14 |4, 2 D2
15 |2, 2 D1
16 |1, 2 DO

Tab. 13-49.

The configuration mode can be switched on or off with an rising edge in
reference 0, bit 4 or 5, respectively.
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

The Modbus Address Table

Device-relevant references

4x referece access data

2049 ... 2064 r/- AS-I/ENIP Gateway

2065 ... 2072 r/- device version

2073 ... 2080 r/- firmware feature (without hi-flags)

2081 ... 2084 r/- firmware data code

2085 riw Front_Panel_Operation
(0 enabled, else disabled)

2086 r/- return value of most recently called Execution Control function:
0: success
1: failure
2: slave with 1st address not detected
3: slave with zero address detected
4: slave with 2nd address detected
5: delete error
6: set error
7: address stored temporarily
8: extended ID1 stored temporarily
9: error reading extended ID1

2304 riw AS-i control status bits

2305 ... 2368 riw AS-i control flag memory

3073 ... 3091 riw command interface

Tab. 13-50.

The device-relevant references 2305 ... 2368 have the following arrangement:

4x reference high byte low byte
2305 flag byte 0 flag byte 1
2306 flag byte 2 flag byte 3
2368 flag byte 126 flag byte 127

FAPEPPERL+FUCHS
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Device-relevant references (similar to the Momentum Ethernet Adapter)

4x reference access data
2087 riw default value for watchdog timeout in 10 ms units
range 1 to 999
(this value overwrites the value written in the reference 61441)
61441 riw timeout in 10 msec units
default 100 (= 1 sec)
range 3 to 65536
62465 ... 62476 riw list of "allowed master" (not used)
62481 -Iw authorize IP address record
Set to 1 allow IP address assignment to be retained in FLASH.
Default of 0 to require BOOTP.
63489 r/- size of status block (63488 ... 63500)
63490 r/- number of word of input
(in cyclic data block, 34)
63491 r/- number of word of output
(in cyclic data block, 34)
63492 rl- module ID code
63493 r/- module revision number
63494 rl- ASCII header size in words.
ASCII header is (largely!) printable and starts at 64512
63495 r/- internal diagnostic (not used)
63496 r/- reservation time remaining (not used)
63497 r/- watchdog holdup time remaining
(resets to value in reference 61441 at each output operation)
63498 r/- module health (32768 is good health)
63499 ... 63501 r/- internal diagnostic (not used)
64513 ... 64522 r/- ASCII text description of device
e.g.: "VBG-ENX-K30-DMD-S16"
Tab. 13-52.
AS-i circuit 1
process data and actual configuration data
4x reference access data
4097 ... 4112 r/- input data image IDI
4113 ... 4128 riw output data image ODI
4129 ... 4144 riw parameter image PI*
4145 ... 4208 r/- configuration data image CDI
4209 ... 4212 r/- list of activated slaves LAS
4213 ... 4216 rl- list of detected slaves LDS
4217 ... 4220 r/- list of periphery faults LPF
4225 r/- EC-flags
4226 riw hi-flags
Tab. 13-53.

1. Writing to the references 4129 to 4144 invokes the Execution Control function. Write_Parameter () rather than writing the PI.
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

The Modbus Address Table

4x reference 4225

Bit value execution control flags
1h Config_OK!

2, LDS.0

4 Auto_Address_Assign

8y Auto_Address_Available!
10y, Configuration_Active

20, Normal_Operation_Active!
40y, APF/not APO

80, Offline_Ready

100y, Periphery_OK!

1000, Earth Fault

2000, Overvoltage

4000y, Noise

8000y, Duplicate Address

FAPEPPERL+FUCHS
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Config_OK!:

LDS.0:
Auto_Address_Assign:
Auto_Address_Auvailable!:

Configuration_Active:
Normal_Operation_Active!:

APF/not APO:
Offline_Ready:
Periphery_OK!:

Earth Fault:

Overvoltage:

Noise:

Duplicate Address:

4x reference 4226

Configuration error
0: error
1: no error

An AS-i slave with address zero is existing

Automatic programming is allowed

Automatic programming is possible

0: Auto-address is not possible
1: Auto-address is possible

The configuration-mode is active

The normal operation mode is active

0: normal operation is not active
1: normal operation is active

An AS-i power fail occured

The off-line phase is active

Periphery is OK
0: Periphery is not OK
1: Periphery is OK

AS-i earth fault detection
0: no earth fault
1: earth fault

AS-i overvoltage detection
0: no overvoltage
1: overvoltage fault

AS-i noise detection
0: no noise
1: noise fault

AS-i duplicate address detection
0: no duplicate address
1: duplicate address

Bit value Host Interface-Flags

1 Data_Exchange_Active!
2 Off_Line

4 Auto_Address_Enable!

Tab. 13-55.

Data_Exchange_Active!: If this output is set, no data transmisson between the

AS-i/Gateway and the AS-i slaves is possible.

0: Data exchange is not active
1: Data exchange is active
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

The Modbus Address Table

Off-line: This output sets the master into the off-line phase.
Auto_Address_Enable!: This output blocks automatic slave-address program-
ming.
0: Auto-address is disabled
1: Auto-address is enabled

4x reference 4145 ... 4208

Bit mask data

000F, 1/O configuration
00F0;, ID-code

OFO00y, extended ID 1-code
F000y, extended ID 2-code

Tab. 13-56.

Arrangement of lists LAS, LOS, LPS, LCS, DELTA and LPF

The lists LAS, LOS, LPS, LCS, DELTA und LPF are arrangement bit by bit, see
the table below:

LAS, LOS, LPS, LCS, DELTA, LPF (16-bit)

215 214 213 212 ol1 210 29 28 27 26 25 24 23 22 21 20
7 |6 |5 |4 |3 |2 |1 |o |15 |14 |13 (12 |11 |10 |9 |8
23 |22 |21 |20 |19 (18 (17 |16 |31 (30 |29 (28 |27 |26 |25 |24

Tab. 13-57.

LAS: list of activated slaves

LOS: list of offline slaves

LPS: list of projekted slaves

LCS: list of corrupted slaves

DELTA: list of slaves with configuration error
LPF: list of periphery faults
113
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131 Safety Control/Status

13.1.1 Internal Monitor for VBG-ENX-K30-DMD-S16-C1, VBG-ENX-K30-DMD-S16

Safety Control Status internal monitor (data for read access)

4x contact |read access
reference
bit value 215 | 914 | 513 | 12 | 511 [ 210 |59 |98 |57 |96 |25 |94 |23 [92 |1 [0
LBit* 1 1|2 (3 |4 |5 |6 |7 |8 |9 |10 |11 (12 (13 (14 |15 |16
35 545 - safety status OSSD 1 safety status OSSD 2

560
36 561 - safety status OSSD 3 safety status OSSD 4

576
37 577 - safety status OSSD 5 safety status OSSD 6

592
38 593 - safety status OSSD 7 safety status OSSD 8

608
39 609 - safety status OSSD 9 safety status OSSD 10

624
40 625 - safety status OSSD 11 safety status OSSD 12

640
41 641 - safety status OSSD 13 safety status OSSD 14

656
42 657 - safety status OSSD 15 safety status OSSD 16

672

Tab. 13-58.
Coding of status bytes per OSSD
Bit [0 ... 3] | State or. color
006 green permanent lighting
0156 green flashing
0216 yellow permanent lighting
0346 yellow flashing
0446 red permanent lighting
0546 red flashing
06,6 grey or off
0716 reserved
Bit [6] status or color
0 no device flashing yellow
1 at least one device flashing yellow
Bit [7] status or color
0 no device flashing red
1 at least one device flashing red
Tab. 13-59.
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

The Modbus Address Table

The cyclical output identifier contains the 4 Safety Monitor bits 1.Y1, 1.Y2, 2.Y1
and 2.Y2. The monitoring element “Monitor input” and the start elements “Monitor
Start-Monitor Input” and “Activation using Monitor Input” access these data. In
contrast, the “Feedback circuit” element always accesses the EDM input. The bits

of the output bytes are ORed with the real and the homonymous hardware inputs
of the device.

Safety Control internal monitor (data for write access)

Safety Control internal monitor (data for write access)

4x contact |write access

refer-

ence

bit value 215 |214 |213‘212|211|21o‘29 ‘28 ‘27 ‘26 |25 ‘24 23 |92 |91 90

35 545 - reserved 2.Y2|2.Y1|1Y2|1.Y1l
560

Tab. 13-60.

12.9.2013
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

The Modbus Address Table

13.1.2

116

Internal Monitor for VBG-ENX-K30-DMD-S16-EV

Safety status internal monitor (data for read access)

4x contact |read access

refer-

ence

bit value 215 914 | 513 512 | 511 510 |99 |98 |57 |26 |25 |04 |23 |02 |9l |90

Jbit* 1 |2 (3 |4 |5 |6 |7 |8 |9 |10 |11 |12 |13 |14 (15 |16

35 545 - safety status OSSD 1 safety status OSSD 2
560

36 561 - safety status OSSD 3 safety status OSSD 4
576

37 577 - safety status OSSD 5 safety status OSSD 6
592

38 593 - safety status OSSD 7 safety status OSSD 8
608

39 609 - safety status OSSD 9 safety status OSSD 10
624

40 625 - safety status OSSD 11 safety status OSSD 12
640

41 641 - safety status OSSD 13 safety status OSSD 14
656

42 657 - safety status OSSD 15 safety status OSSD 16
672

43 673 - safety status OSSD 17 safety status OSSD 18
688

44 689 - safety status OSSD 19 safety status OSSD 20
704

45 705 - safety status OSSD 21 safety status OSSD 22
720

46 721 - safety status OSSD 23 safety status OSSD 24
736

47 737 - safety status OSSD 25 safety status OSSD 26
752

48 753 - safety status OSSD 27 safety status OSSD 28
768

49 769 - safety status OSSD 29 safety status OSSD 30
784

50 785 - safety status OSSD 31 safety status OSSD 32
800

Tab. 13-61.
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

The Modbus Address Table

13.1.3  Safety fieldbus bits for VBG-ENX-K30-DMD-S16-EV

Safety fieldbus bits (data for read/write access)

4x contact | read/write access
reference
bit value 215 [ 914 | 513 [ 512 | 511 510 |59 |28 |7 |26 |25 |24 |23 |02 [o1 |90
Jbit* 1 2 3 4 5 6 7 8 9 10 |11 |12 |13 |14 |15 |16
51 801 - feldbus bits
816
Tab. 13-62.
13.1.4 External monitor, AS-i circuit 1/2
Safety status external monitor (data for read access)
4x access |dataread access
reference
bit value 215 914 | 513 512 | 511 510 |59 |28 |57 |26 |25 |04 |23 |02 |9l |90
it 1 2 |3 |4 |5 |6 7 |8 |9 10 |11 |12 |13 |14 |15 |16
5641 r/— slave 1: OSSD 1 slave 1: OSSD 2
5648 r/— slave 1: OSSD 15 slave 1: OSSD 16
5649 r/— slave 2: OSSD 1 slave 2: OSSD 2
5887 r/— slave 31: OSSD 15 slave 31: OSSD 16
Tab. 13-63.
]
8
@
S
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Coding of status bytes per OSSD

Bit[0 ... 3] | State or. color

0046 green permanent lighting

0146 green flashing

0246 yellow permanent lighting

0344 yellow flashing

0444 red permanent lighting

05:4 red flashing

0646 grey or off

0746 reserved

Bit [6] status or color

0 no device flashing yellow

1 at least one device flashing yellow
Bit [7] status or color

0 no device flashing red

1 at least one device flashing red

Tab. 13-64.

The cyclical output identifier contains the 4 Safety Monitor bits 1.Y1, 1.Y2, 2.Y1
and 2.Y2. The monitoring element “Monitor input” and the start elements “Monitor
Start-Monitor Input” and “Activation using Monitor Input” access these data. In
contrast, the “Feedback circuit” element always accesses the EDM input. The bits
of the output bytes are ORed with the real and the homonymous hardware inputs
of the device.

Safety status external monitor (data for write access)

4x acc | data write access

refer- | ess

ence

bitvalue |15 |14 | 513 | 512|511 | 510|598 | 57 [ 26 |25 | 24 | 23 22 o1 20

Lbit* 1 |2 |3 4 |5 |6 |7 (8|9 |10(|11|12|13 14 15 16

5889 |r/ reserved Slave 1 | Slave 1 | Slave 1 | Slave 1
w 2.Y2 2.Y1 1.Y2 1.Y1

5890 |r/ reserved Slave 2 | Slave 2 | Slave 2 | Slave 2
w 2.Y2 2.Y1 1.Y2 1.Y1

5919 |r/ reserved Slave 31 | Slave 31 | Slave 31 | Slave 31
w 2.Y2 2.Y1 1.2 1.Y1

118

Tab. 13-65.
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

The Modbus Address Table

13.2 AS-i circuit 1 data

13.2.1 Permanent configuration data

AS-i circuit 1
permanent configuration data
4x reference access data
4385 ... 4400 riw permanent parameter (PP)
4401 ... 4464 riw permanent configuration data (PCD)
4465 ... 4468 riw list of projected slaves (LPS)
Tab. 13-66.
13.2.2 Enhanced diagnostic
AS-i circuit 1
enhanced diagnostic
4x reference access data
4609 ... 4672 l- transmisson error counters®
4673 ... 4676 - list of corrupted slaves LCS*
4677 ... 4680 riw list of offline slaves LOS
4681 ... 4684 r/- delta list
Tab. 13-67.
1. The transmission error counters and the LCS are reset each time they are read.
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Function invocation

AS-i circuit 1
function invocation

4x reference access

data

4865 -w

function: opcode

:  Set_Operation_Mode
Change_Slave_Address
Store_Actual_Parameters
Store_Actual_Configuration
Execute_Command
Send_Parameter

QAR WNE

4865 r/-

function: result

0: success

32769: failure

32770: slave with 1st addr not detected
32771: slave with zero addr detected
32772: slave with 2nd addr detected
32773: delete error

32774: set error

32775: address stored temporarily
32776: extended ID1 stored temporarily
32777: error reading extended ID1
32778: parameter out of range

32779: invalid opcode

4866 riw

function: parameter 1 (old slave address)

4867 riw

Set_Operation_Mode:

Change_Slave_Address:

Store_Actual_Parameters:

Store_Actual_Configuration:

Execute_command:

function: parameter 2 (new slave address)

Tab. 13-68.

A zero in the 4x reference 4865 activates the pro-
tected mode. All other values switch on the configura-
tion mode.

This function will be executed, if the value 2 is written
to the 4x reference 4865. The value written in the 4x
reference 4867 will be the new address of the slave.
The old address has to be written to the 4x reference
4866 before.

If the value 3 is written to the 4x reference 4865, the
actual parameters (PI) will be stored as parameters
projected (PP).

If the value 4 is written to the 4x reference 4865, the
actual AS-i configuration will be stored as projected
parameters (PCD, LPS).

If the value 5 is written to the 4x reference 4865, this
function will be executed. The value written in the 4x
reference 4867 will be sent as the information-part to a
slave, which the 4x reference has been written before
to the 4x reference 4866.
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

The Modbus Address Table

O Information!
ﬂ B addresses are located behind A addresses.

Addresses 0 ... 31 correspond to OA ... 31A, addresses 32 ... 64 correspond to
0B ... 31B.

13.3 AS-i circuit 1 analog data

13.3.1 16 bit output data of AS-i slaves according to slave profile 7.3 or 7.4

AS-i circuit 1
16 bit output data of AS-i slaves according to slave profile 7.3 or 7.4
data
4x word |15 914 913 912 | 511 | 510 |99 |98 |97 |26 |25 |24 [23 [92 |ol |90
reference
5125 1 slave at address 1, channel 1
5126 2 slave at address 1, channel 2
5248 124 slave at address 31, channel 4
Tab. 13-69.
13.3.2 16 bit input data of AS-i slaves according to slave profile 7.3 or 7.4
AS-i circuit 1
16 bit input data of AS-i slaves according to slave profile 7.3 or 7.4
data
4x word |15 914 913 [512 | 511 (510 |99 |28 |7 [96 |95 |94 |23 |22 [p1 |90
reference
5253 1 slave at address 1, channel 1
5254 2 slave at address 1, channel 2
5376 124 slave at address 31, channel 4
Tab. 13-70.

12.9.2013
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13.4.3
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AS-i circuit 2 data

Process data and actual configuration data

AS-i circuit 2

process data and actual configuration data

4x reference access data

8193 ... 8208 r/- input data image IDI

8209 ... 8224 riw output data image ODI
8225 ... 8234 riw parameter image PI

8241 ... 8304 r/- conguration data image CDI
8305 ... 8308 r/- list of activated slaves LAS
8309 ... 8312 r/- list of detected slaves LDS
8313 ... 8316 r/- list of periphery faults LPF
8321 r/- ec-flags

8322 riw hi-flags

Tab. 13-71.

1. Writing to the refercences 8225 to 8234 invokes the Execution Control function. Write_Parameter() rather than writing the PI.

Permanent configuration data

AS-i circuit 2
permanent configuration data
4x reference access data
8481 ... 8496 riw permanent parameter (PP)
8497 ... 8560 riw permanent configuration data (PCD)
8561 ... 8564 riw list of projected slaves (LPS)
Tab. 13-72.
Enhanced diagnostic
AS-i circuit 2
enhanced diagnostic
4x reference access data
8705 ... 8768 1l- transmisson error counter51
8769 ... 8772 /- list of corrupted slaves (LCS)*
8773 ...8776 riw list of offline slaves (LOS)
8777 ... 8780 r/- delta list
Tab. 13-73.

1. The transmission error counters and the LCS are reset each time they are read.
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

The Modbus Address Table

13.4.4 Function invocation

AS-i circuit 2

Function invocation

4x reference access data

8961 -w function: opcode
1: Set_Operation_Mode
2: Change_Slave_Address
3: Store_Actual_Parameters
4: Store_Actual_Configuration
5: Execute_Command
6: Send_Parameter

8961 r/- function: result
0: success

32769: failure

32770: slave with 1st addr not detected
32771: slave with zero addr detected
32772: slave with 2nd addr detected
32773: delete error

32774: set error

32775: address stored temporarily
32776: extended ID1 stored temporarily
32777: error reading extended ID1
32778: parameter out of range

32779: invalid opcode

8962 riw function: parameter 1

8963 riw function: parameter 2

Tab. 13-74.

12.9.2013
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AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

The Modbus Address Table

135 AS-i circuit 2 analog data

13.5.1 16 bit output data of AS-i slaves according to slave profile 7.3 or 7.4

AS-i circuit 2
16 bit output data of as-i slaves according to slave profile 7.3 or 7.4
data
4x word [ 215 [ 914 (913 [912 [911 (910 (99 [98 |27 [26 (25 [24 |23 |92 |1 |50
reference
9221 1 slave at address 1, channel 1
9222 2 slave at address 1, channel 2
9344 124 slave at address 31, channel 4
Tab. 13-75.
13.5.2 16 bit input data of as-i slaves according to slave profile 7.3 or 7.4
AS-i circuit 2
16-bit input data of AS-i slaves according to slave profile 7.3 or 7.4
data
4x word 215 914 | 513 | 512 | 511 510 |99 |98 |57 |26 |25 |04 |23 |02 |9l |90
reference
9349 1 slave at address 1, channel 1
9350 2 slave at address 1, channel 2
9472 124 slave at address 31, channel 4
Tab. 13-76.

12.9.2013
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13.6

Modbus watchdog

The watchdog is set by default to 1000 msec (=100 in register 61441). This value
will be automaticly set after POWER ON of the gateway. Every write access on
any Modbus registers reloads the watchdog timer. If no values are written before
the watchdog timer is counted to zero the gateway will automaticly put all AS-i cir-
cuits that are not in conguration mode in a safe state by clearing the outputs. This
means they are reseted.

The timeout period can be adjusted if necessary at the address 61441 (in 10 ms
units, range 1 to 65536) but it will return to the default value on power cycle.
If zero is written to the address 61441, the watchdog is disabled.

The reference 2087 holds the default value for the watchdog timeout. This value
is set in the register 61441 after power on of the gateway. This period can be ad-
justed from 0 to 999 (O=watchdog disabled). Writing to this register also writes to
the register 61441.

Reading the address 61441 returns the watchdog holdup time remaining (reset to
value written at each output operation).

FAPEPPERL+FUCHS
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Operation via Ethernet IP (Modbus/TCP)

The AS-i/Gateway acts as a 1 or 2 complete Master for the AS-i and as a 256 bit
digital /0O module for Ethernet. All possibilities offered by AS-i can be used via
Ethernet TCP/IP.

The used Modbus/TCP protocol is similar to the Modbus protocol. Specifically, it
covers the use of Modbus messaging in an Intranet or Internet environment using
TCP/IP protocols. The only differences to the Modbus protocol are the form of any
"framing" sequence, error check pattern and address interpretation.

All requests are sent via TCP on registered port 502.

Data addresses in Modbus messages

All data addresses in Modbus messages are referenced to zero. The first occurrence
of a data item is addressed as item number zero.

For example:

The coil known as "coil 1" in a programmable controller is addressed as coil 0000 in
the data address field of a Modbus message.

Coil 127 decimal is addressed as coil 007E hex (126 decimal).

Holding register 40001 is addressed as register 0000 in the data address field of the
message. The function code field already specifies a "holding register" operation.
Therefore the "4XXXX reference is implicit.

Holding register 40108 is addressed as register 006B hex (107 decimal).

Message Structure

Telegrams from the Modbus-Master (query-messages) and answers of the Mod-
bus slaves have the same structure:

The request and response are prefixed by 6 bytes as follows:

T1 T2 P1 P2 B1 B2 Ul F D1 D2 Dn
high |low |high |low |high |low high | low low

Transaction identifier T, T,: usually O - copied by server.
protocol identifier P1,P,: 0
length field By: upper byte of the length field = 0 (since all messages
are smaller then 256)
length field B,: lower byte of the length field = number of bytes follow-
ing
unit identifier Ul: value to indentifying the client
funktion code F: Code of Modbus-function to be executed by the slave.
Under certain circumstances the slave could answer
with an error-telegram. In this case the function-code in
the response-message is increased by 128.
data bytes D, ... D,: Field to hold user-data.
The number of bytes is variable

FAPEPPERL+FUCHS
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Information!

[—1O

Example transaction:

Read 1 register at offset 4 from Ul 9. Return value is 5

Checksum fields are not needed, because the TCP/IP and link layer (eg. Ethernet) ins-
tad are used to verfiy accurate delivery of the packet.

‘ request

‘oo ‘oo ‘oo ‘oo ‘oo ‘06 ‘09 ‘03 ‘oo ‘04

‘oo ‘01 ‘

‘response ‘oo ’oo ‘oo ‘oo ’00 ‘05 ‘09 ’os ‘02 ‘oo

[ |

14.2 Ethernet TCP/IP functions

In the following chapter are shown the support functions. Please note, that only

the related bytes are shown (bytes 0 - 3 are let away, because the values are 0).

14.2.1 Function 3 (3hex): "Read multiple registers"
This function allows to read the value of read/write-registers.
request: 3 R1 |R2 |N1 |N2
high | low high | low
response: |3 B D1 |D1 Dn Dn
high | low high low
R1/R2: reference number (high byte / low byte)
N1/N2: word count (range 1 - 125) (high byte / low byte)
response:
B: byte count of response (b = 2 x word count)
D: register values
14.2.2 Function 16 (10hex): "Write multiple registers"
This function allows the setting of several read/write-registers:
request: 10 |[R1 |R2 |N1 |N2 |B D1 |D1 Dn | Dn
high | low high | low high | low high | low
response: 10 |R1 |R2 |N1 |N2
high |low | high | low
R1/R2: reference number (2 byte hex-value of register

N1/N2:
B:

D1...

Dn:

e.g. 8192 = 0x2000)

Word count (1 - 100) (2 byte)
byte count of response (B = 2 x word count / 1 byte)

(redundant information to word count but necessary).
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Function 23 (17hex): "Read/Write multiple registers"

This function allows to read the value of read/write-registers and the setting of
several read/write-registers:

request: |17 RR |RR |[NR |NR |RW |RW
high |low |high |low |high |low
NW |NW (B D1 D1 Dn
high |[low high |low low
response: | 17 B D1 |D1 Dn |Dn
high | low high | low
RR: reference number for read (2 byte hex-value of register)
NR: word count for read (1 - 125) (2 byte)
RW: reference number for write (2 byte hex-value of register)
NW: word count for write (1 - 100) (2 Byte)
B: byte count (B = 2 x word count for write / 1 byte)
(redundant information to Word count but necessary)
D1 ... Dn: register value
Example:

Read 2 registers at reference 0 and write 1 register at reference 3 of value 4660
returning values 4 and 4951.

request: 17|/RR |RR|NR |[NR |RW |RW |[NW |NW |B |D1 D1

high |low | high |low | high |low |high |low high | low

request: 17 |00 |00 |00 |02 |00 |03 |00 |01 |02 [46 |60
response: 17 |B D1 |D1 |D2 |D2
high | low | high | low
response: |17 |04 |00 04 49 51

Exception codes

There is a defined set of exception codes to be returned by slaves in the event of
problems. Note that masters may send out commands "speculatively”, and use
the success or exception codes received to determine which MODBUS com-
mands the device is willing to respond to and to determine the size of the various

data regions available on the slave.

All exceptions are signaled by adding 128 to the function code of the request, and
following this byte by a single reason byte for example as follows:

For instance:

FAPEPPERL+FUCHS
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03 46 60 00 01 = 128 02

request: read 1 Register at index 4660
response: exception type 2 - ,illegal data address*

List of exceptions:

FAPEPPERL+FUCHS

01 ILLEGAL FUNCTION

The function code received in the query is not an allowable action for the
slave. This may be because the function code is only applicable to newer
controllers, and was not implemented in the unit selected. It could also indi-
cate that the slave is in the wrong state to process a request of this type, for
example because it is unconfigured and is being asked to return register val-
ues.

02 ILLEGAL DATA ADDRESS

The data address received in the query is not an allowable address for the
slave. More specifically, the combination of reference number and transfer
length is invalid. For a controller with 100 registers, a request with offset 96
and length 4 would succeed, a request with offset 96 and length 5 will gener-
ate exception 02.

03 ILLEGAL DATA VALUE

A value contained in the query data field is not an allowable value for the
slave. This indicates a fault in the structure of the remainder of a complex
request, such as that the implied length is incorrect. It specifically does NOT
mean that a data item submitted for storage in a register has a value outside
the expectation of the application program, since the MODBUS protocol is
unaware of the significance of any particular value of any particular register.

04 ILLEGAL RESPONSE LENGTH

Indicates that the request as framed would generate a response whose size
exceeds the available MODBUS data size. Used only by functions generating
a multi-part response, such as functions 20 and 21.

05 ACKNOWLEDGE

Specialized use in conjunction with programming commands

06 SLAVE DEVICE BUSY

Specialized use in conjunction with programming commands

07 NEGATIVE ACKNOWLEDGE

Specialized use in conjunction with programming commands

08 MEMORY PARITY ERROR

Specialized use in conjunction with function codes 20 and 21, to indicate that
the extended file area failed to pass a consistency check.

0A GATEWAY PATH UNAVAILABLE

Specialized use in conjunction with Modbus Plus gateways, indicates that the
gateway was unable to allocate a Modbus Plus PATH to use to process the
request. Usually means that the gateway is misconfigured.
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* 0B GATEWAY TARGET DEVICE FAILED TO RESPOND
Specialized use in conjunction with Modbus Plus gateways, indicates that no
response was obtained from the target device. Usually means that the device
is not present on the network.

12.9.2013
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Data Transfer using CIP Messages in RSLogix5000

This chapter explains the data transfer of AS-i 3.0 EtherNet/IP Gateways using

CIP Messages in RSLogix5000.

MSG instruction and Message Type Tag

O Include a MSG instruction.

O Create a new MESSAGE-type tag as control tag for the instruction.

e read AS-iLAS
& cond_1 Y,

o e E Message —EN—
3 Message Contral meg_LaS [ | DN
e —ER—
e
e
e

£

(End)

Name: Imsg‘l‘AS 0K I
Description: 454 read LAS =] Cancel
message contol
Help
>

4 3
Tag Type: % Base

 dliay

€ Produced [] j ConsSumErS

£ Consumed
Data Type IMESSAEE .| Configure...
Scope IASLElhemeUF'[controller] j
Style I |

O Select "Configure" on the "

New Tag" window or "

open the "Message Configuration” window.

" next to the tag name to

[ read AS-iLAT
e | cond_1 h
o e —JE Message —EN—
@ Messsge Cortrol meg_Las [o] —Dr—|
e —ER—|
e
e
3
E
(End)
Mame: ImngAS oK I
D escription: A5 read LAS d Cancel
message control
Help
~
4
Tag Type ' Base
 dliay
" Produced —I CONSUMENS
o Consumad
Data Type: MESSAGE Conf\gure
Scope IASl Ethemet_|Pleantraller]
Style: I j
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O Select the "Communication” tab.
O Browse to the "AS-i Ethernet IP" module
O Check the "Connected" check box.

B read A5 LAE
s G- read LAS
€ message control
2| cond_1 h
0 S—3F Type - Unconfigured —EN>——
€ Message Control msg_LAS L. | —DH—
e —FR—
3
&
" Message Configuration - msg_LAS ll
F —_
(End) ——  Configuration” Eﬂmm“"lﬂﬂhﬂﬂ Tag I
- ROH- -EEEE .
Pathy [AS1_Ethemet_IP _Boms. |

Communication kethad

0P D+ Channel A i i Lt 1] 32
o) i Source Link: [0 = DestinationNode: [0 = (Total

Source |0

E

v Connected [V Cache Connections &

IF
(LR

O Enable ) EnableWaitng ) Start 2 Dons Done Length: 0

) Eror Code: Estended Ermor Code: I Timed Out &
Error Path;
Error Text:

oK I Abbrechen (Obemehmen Hilfe:
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15.2 Example 1: read LAS
O Select the "Configuration” tab in the "Message Configuration" window
O Select:
O Message Type: CIP generic
O Service Type: Get attribute single
O Map:
O For "Class": "64"
O For "Instance™: "1" (for AS-i circuit 1)
O For "Attribute": "69"
O As "Destination”, create a new tag or select an existing tag to hold the incom-

ing data.
: x
(Ene Conhguration"l Comnuication | Tag |
Message Type: CIP Generic -
“ ?:’D\;FE IGetAttribule Single j Saurce Element; 'I

Source Lengfr i = (Bes]
Service I_ " l_
“ Code: P ) B | Hex)  pegination -

“ Instance: |1 Altibube:] 53 [Hex]

E = eEm E E EEEEEEE E=E = d
3 Enable ) Enable Waiting 2 Start 2 Done Done Length: 0

3 Eror Code Extended Error Code: ™ Timed Out &

Error Path:

Error Text:

Ok I Ahhlechenl Uhamehmanl Hilfe

12.9.2013
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Example 2: read/write 16-bit (analog) data
O Select the "Configuration" tab in the "Message Configuration" window
O Select:

O Message type: CIP generic

Read 16-bit data from slave address 7

O Select:
O Service type: Get attribute single
O Map:

O For "Class": "66"
O For "Instance™: "1" (for AS-i circuit 1)
O For "Attribute™: "6E" (16-bit input data slave 7)
O As "Destination”, create a new tag or select an existing tag to hold the incom-

ing data.
Write 16-bit data to slave address 7
O Select:
O Service type: Set attribute single
O Map:

O For "Class": "66"
O For "Instance™ "1" (for AS-i circuit 1)
O For "Attribute™: "8D" (16-bit output data slave 7)

O As "Source element”, create a new tag or select an existing tag to hold the
outgoing data
O As "Source length": "4" (16-bit data = 8 bytes)

read 1661 Data

cone_1 S8
[ E Type - CP Generic Er——
Message Corrol meg_1681 [ | D]
o]
x

IF Corrratont?

(Encd) n’J Communication| Tag |

Message Tupe: [CIF Generic =]

Seice [GormbusSrge @] bewceflment [T ~
Type

Fouice Length; 0 = Btes)
Service
2o e IHewl Class: [86 1HeW)  pyeqiination Data -

Instance: |1 Attribute:| e Hex)
O Enable 3 Enable Waiting 2 Start 2 Done Done Length: 0
O Enmor Code: Extended Eror Code: [~ Timed Dut &
Ermor Path:

Ermor Text

OK__ | | Abbrechen | Obemehmen| — Hite
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16. System startup using AS-i Control Tools

The Windows based software AS-i Control Tools enables an easy and clear con-
figuration of the AS-i network.

Information!

AS-i Control Tools must be installed first!

This way, the device driver is copied into the previous designed folder in AS-i Control
Tools and should be recognized automatically.

1. Connect the device to the PC via its serial interface and the diagnostic inter-
face.

(=10

2.  Start AS-i Control Tools.
3.  Select Master | New.

Emeschislien
A5 Ranbourstion
A5 Disgnoss

AS Adiess A ssren,
Lade Konfiguration .
Speichers Ronfigination

00fine
LetAn i asthr

4.  Choose RS232 diagnostic interface as the protocol.

Protokoll-Einstellungen s

Pratokaoll:

ak

Abbrech
Serielle Schnittstelle: ICDM 1 - rechen
Hilfe
Busadresse |< keine > *

Kreis
Baudrate: |19200 = ’7(_ g

Erweiterte Einstellungen |

i

5.  Select the appropriate settings (for example serial interface COM 2, station
address <auto>).

6.  Select Master | AS-i configuration.

7.  The AS-i configuration editor will be started. All detected and configured AS-
i slaves are displayed in this window.

12.9.2013
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8.  Click on a slave to open the dialog window 'slave configuration'.

]

Adresse I Kanfiguration D aten und Parameter | Analoge Eingange I

Eiroatme T2 2 1M 0
Ausgange - 3 2 W T 0

Aktuele Pararmeter W 2w 2 W 1 W I:
Einschaltpararmeter v 3 W 2w 1 W 0

Peripherisfehler [
Einzelbitmodus [ Susgdnge ] T
Auzgange und Parameter einfrieren [

oK I Abbrechen Obemehmen Hilfe

This window enables the user to edit a slave address and to set AS-i param-
eters or AS-i configuration data. Additionally, inputs and outputs can be
tested.

9.  Click the second button on the right side of the tool bar to get a graphical
display of "AS-i Control Tools".

3 5 N [

o 25 Foastqumien - Pl LM @ Al o, e 2

MY UMMMV EREYEES S

i
FRCSRLE | e AR e ramE 17

[ ERE] I 1A frew ellat T ols I ma

TE13 : dewiche JHT-n ' M

RN | Framesin avarhein

nan L] E

g e e mimcare aen ||| 30 S e g :: =
0 I G '_"'_r -
Frmm TR
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Configuring the AS-i network is easily accomplished by first connecting each AS-i
slave separately to the AS-i line and setting its address, followed by pressing the
button “Store configuration” to store the existing AS-i network in the AS-i master
as configuration data.

Furthermore, an AS-i Address Assistant is available, allowing to perform an ad-
dress change of a new AS-i slave to the desired address as soon as itis connect-
ed to the AS-i network. The desired AS-i configuration can be created offline
ahead of time and can be stored to a file. When setting up the system the AS-i
slaves are then simply connected, one at a time, to the AS-i network. Further de-
scriptions to all additional features of this software can be obtained from the inte-
grated help file.

12.9.2013
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17. Configuration with Windows Software ASIMON 3 G2
O Information!
,IL Please note further information in the configuration software ASIMON 3 G2 for Win-
dows.

12.9.2013
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18.
18.1

Safe Link

General introduction

Safe Link represents the most efficient and cost-effective way to link safe signals
from multiple AS-i networks.

As for an AS-i linking network, safe linking using potential-free contacts or safe
electronic in- and outputs eliminates expensive and cumbersome wiring. Safe
Link also offers the same system range as a PROFINET controller based on the
PROFIsafe standard without being restricted to a particular system controller.

Safe Link allows up to 1922 safe inputs to be processed in a full configuration of
31 gateways with 62 safe slaves. 31 safe bits per Gateway are provided for cou-
pling, resulting in a total of 961 signals that can be safely coupled.

Safe coupling via standard Ethernet Ethernet
diagnostics
”I “‘ 31 x 31 safe coupling slaves window

AS-i Gateway 31

For Safe Link the Gateways are connected over the Ethernet diagnostics inter-
face (10 Mbit/s, half-duplex) and a switch. In the case of PROFINET and Ether-
NET/IP+Modbus TCP, instead the fieldbus interface can be used for Safe Link.

If the Ethernet interface is used for coupling, devices having different controller
systems (such as PROFIBUS, PROFINET, EtherNet/IP, Modbus, sercos, etc.)
can exchange signals with each other without any additional effort using the
switch.

Since data transmission is based on the sending of multicasts, it must be ensured
that the switch used can process and pass along the corresponding broadcasts.

FAPEPPERL+FUCHS
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Configuration

Safe Link

Ethernet diagnostics interface

10Mbits, half-duplex

Ports Depends on the Multicast group
Port 1024 to 1038
Protocol UDP

Data packets

72 bytes per packet
Average 286 packets per second

Group organization

Number

max. 15 groups
(Group addresses 1 to 15)

No. of devices

max. 31 devices per group

System size

max. system size

31 Gateways x 62 safe input slaves
= 1922 safe inputs in full configuration

Kopplung

max. no. of coupled signals

31 GW x 31 signal bits
=961 safe coupled signals in full configuration

Switch

Requirements

e Multicast-capable

« If not all connected devices receive all sig-
nals, an IGMP-capable lean managed switch
is required

FAPEPPERL+FUCHS
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[—10

Configuration using ASIMON

Complete configuration of Safe Link is done using the ASIMON software, in the
"Monitor/Bus information” section [1] on the "Safe Link" tab [2].

" Monitor seftings 1 2
— 4 r T
Monitor information | Bus in jon | Diagnostics [ Service | Local /P | Safe Link 1 oK
safe Link L== = o=« = Cancel
) {ise Safe Link! i
e — Help
F [ Manager [l]
L r= =9
Groop T 01 -
P - [2]

Station address 01

Safe Link visi
%) Defaltinterfacs [5] / [3]
[4]

Here the group and device addresses are assigned and the safe programs for the
individual Gateways managed. Information about the IP addresses of the partici-
pating devices are also stored in the project structure.

In organizational terms all Gateways that need to communicate with each other
are combined in one group (Group addresses 1 to 15) [3].

Each device in a group is given a unique device address (Device addresses 1 to
31) [4].

One of the devices is assigned as the manager of the group [5], which means it
monitors whether all the participating devices are present in the network.
31 bits are available in each Gateway which can be used by the other group
members as safe signals.

In a full configuration with 31 Gateways this means a total of 961 safe coupled
signals are available.

Information!

Before setting up Safe Link, be sure you have read the information on configuring Safe
Link in the ASIMON documentation in the section <Safe Link Tab>

FAPEPPERL+FUCHS
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Diagnostics

Directly on the device

If a group member does not receive the expected messages from another mem-
ber, it displays the device address of the missing Gateway together with the mes-
sage "not active".

e.g. missing data telegrams from Devicer 4:

X.4 not active

About ASIMON

The ASIMON software can be used at any time to perform diagnostics for the
Safe Link by invoking "Safe Link diagnostics" from the "Start diagnostics" menu in
the "Applications" section. This opens a window with a graphical detailed view of
the state of communication for all group members.

If an error occurs in Safe Link, the corresponding signals are shown in gray in the

ASIMON configuration, and at the same time a popup window opens automatical-
ly with a reference to missing devices.

e ki

Clicking on the "Safe Link diagnostics" button [1] on the bottom edge of the pop-
up window also opens the diagnostics window for Safe Link.

FAPEPPERL+FUCHS
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Safe Link

Here you are shown the status and direction of communication between the indi-
vidual group members in graphical format. Based on the arrow colors you can see
which sections of communication may be associated with telegram errors.

T =i
(o] (] o e o
(i
=]} w

ihn o = St
(o] [ o Ly
ode 1 fmaagn) CON1x
1 nsdrens s Ty

! o Earp——

wte

O R

B ERENSEIEEREEERECERERnRUNEEEER Y

| Erthustng grove W% l

O Information!

.IL Please refer here to the information in the ASIMON documentation in the <Safe Link
diagnostics> section.

12.9.2013
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19. Appendix, examples

19.1 Commissioning with RSLogix5000 V20 or higher

This document describes how to install and use an EDS file and an Add On In-
struction for AS-i Ethernet IP Gateways in RSLogix5000 V20 or higher.

1. 1. Start the EDS Wizard: “Tools” —> “EDS Hardware Installation Tool".

Rockwell Automation’s EDS Wizard g|

Welcome to Rockwell
Automation's EDS Wizard

The EDS Wizard allows you to;
- register EDS-based devices.
- urwegister a device,
- change the graphic images associated with a device.
- create an EDS file from an unknown device.

To continue chick Next

Weiter> || Abbrechen

12.9.2013
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2. Select "Register an EDS file(s)".

Rockwell Automation’s EDS Wizard

Options
What task do you want to complete?

|

IThis option will add a device(s] to our database |

& (= Register an EDS filefs]. i
" Urregister a device.
This option will remove a device that has been registered by an EDS file from
our database.

" Create an EDS file.
This option creates a new EDS file that allows our software to recognize your

gr_.

< Zuniick Weiter > Abbrechen

3. Select your EDS file.

Rockwell Automation’s EDS Wizard FZ|
Registiation
Electronic Data Sheet file{s) will be added to your system for use n Rockwel
Automation applications.

" Register a single file
" Register a directory of EDS files =

Named:
{20 and higher\EthemetlP double Master\AS-i GW_double_Masteredd  Browse... |

: i " If there is an icon file [ico] with the same name as the file(s) you are registering
then this image will be associated with the device.

To petform an installation test on the file(s), cick Next

<Zuiick [ Weiter> Abbrechen |

12.9.2013
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4.  Select “Next” until the installation is completed.

Rockwell Automation’s EDS Wizard
Change Graphic Image
‘You can change the graphic image that is associated with a device,

Product Types

N T p——

[E AS-i EtherNet/IP G\W 3.0 (2 circuits)

<ZMWI Abbrechen |

5. Create a new Module in the RSLogix I/O Configuration.

74 RSLogix 5000 - test [1756-L61 20,1]"
Fle Edt View %earch Logc Commurications Tock Window Help

W - B wio v AR% [k VE “A
Diftine 1. F A ? Path [AB_ETHIP-1\152 168 42 1208 -l &
L)

o Foces ».|F oK

»
o L

s wsfl] | -

0 [0] 1756061 test
= 8§ [1] 1756-20BT/A Ethernet

12.9.2013
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6.  Select the Pepperl+Fuchs AS-i Gateway.

Select Module Type

Catakog | Module Discaveny | Favortes |
(] Modue Type Category Filers ~( & Module Type Vendos Filers -
[ Commurscation [ Asen-Bradey
[¥] Commurications Adapter [#] Bl + Wiedemann GanbH
[#] Controber [ Coprex Comporation
[l Digta [ Endressebaser
[l O to ExheretiP o | O MattiorToledo P
Catalog Number Descrpton Veendot Category
BWUZIST BWUZ3 7 BWUZIB0 BWUZIS1  ASHEtheNetIP Gw 30 [2 caculs) B+ Windemarn Gt Commurscations Adapler
BWU2E73 BWUZI7S ASEthelNotAP G 301 cacu) BH. H  Commuricalions Adapler
< »
2 ol 201 Module Typss Found Agdd 1o Favortes
[#] Close ony Create

7.  Assign Name and IP Address and select “Change” to change the kind of
data being transferred.

M New Module Ii

Type: BWU2267 BWU2317 BWU 2380 BWUZ331 AS+ EthesNet/IP GW 3.0 [2 crcuits)

Vendos: [Bihl + Wisdemann GmbH

Pasent: Ethemel

Nape: 851 Galeway | Ethemet Addresz

e © Pvate Network: 1921881, 103
O IP Addiess:
O Host Name:

Module Defintion

Electronic Keyng  Compatible Module
Connections: U0 C1 A Slaves

Statur: Creating Lok ][ come |[ Heo |

12.9.2013
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8.  Use the Drop Down Menu to select the kind of data.

B Module Definition

2

|size | 10 Suttix

I IJO t1.Am=

|u&C1Asm3oa
UC: C1 A Slaves + C1 Analog

L C1 A Slaves + C1 Analog + CI
UO: €1 AJB Slaves

U C1 AJB Slaves + Q1

UC: C1 AB Slaves + C1 Analog

U0 C1 AJB Slaves + C1 Analog + Cl
UO: C1/2 A Slaves

O C172 A Slaves + I

UO: C1/2 A Slaves + C1 Analog

UCx C102 A Slaves + C1 Analog + Cl
U: C1/2 A Slaves + C1/2 Analog
LS €102 A Slaves + C112 Anslog + €
U C172 A/ Slaves

LIC: C1/2 A8 Slaves + CI

U0 C1/2 AB Slaves + C1 Analog
WO €172 AJB Slaves + C1 Analog + C1
UD: 102 AB Slaves + C1/2 Analog
IO C1/2 AMB Slaves + C1/2 Analog + C1
t C1 A Slaves

[t C1 A Slaves + C1 Analog

L C1 AMB Slaves

L C1 AMB Slaves + C1 Analog

L C172 A Slaves

L C1/2 A Siaves + C1 Analog

L C1/2 A Slaves + C1/2 Analog

L C172 AMB Slaves

L C1/2 AMB Slaves + C1 Analog

b C1/2 A Slaves + C1/2 Analog

abbreviation

meaning

/10

input and output data

only input data

C1[/2] A[/B] slaves

circuit 1 [and 2] A [and B] AS-i slaves

C1[/2] analog

circuit 1 [and 2] analog slaves 29 ... 31

C1[/2] slaves 10 ... 31 analog

circuit 1 [und 2] analog slaves 10 ... 31

Cl

command interface

Safety (from SV 4.3)

Safety Control/Status (from Safety Version 4.3)

148
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9. The AS-i Gateway data can now be found in the Controller Tags.

pix 5000 - test [1756-L61 20.1]* - [Controller Tags - lest(contralier)]

RFE & kmE v ARG | VB C
Difine. 0. 7 AuN - % R |.-o_er'mm'sz'wammwmu- g
». Fox 5 B 1}

soquadoid b |6 |

4 v\ Monitor EditTags < ¥

[Project saved to Recovery fle.

12.9.2013
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10. Optionally the example AOI (Add-On Instructions) can be used to copy the
raw data into structured data. Free AOI examples are available:
¢ AOI-COP_ASI.L5X copies digital data (A/B slaves, circuit 1 und 2, three ana-
log slaves and the command interface.

*« AOI-COP_ASi_Safety.L5X copies additionally Safety Control/Status.

¢ AOI-COP_ASi_Safety_Long_Analog.L5X copies additionally up to 22 ana-
log slaves

O Right click on “Add-On Instructions” and select “Import Add-On Instruc-
tion”.

244 Tasks 1 ]

| =5 MainTask

- B MenProgem

i B mrogram Taps

: By marroutne

La I.I'nﬁu:ll.hd Programs ) Fheses

-5 Mebon Groups

- {13 Ungrouped dxces

égmmwmn; =5
Qﬂ Impart Add On Irtructen..
%
‘ Prink: 3
M (17963 test
a 9 [1]1756-EE(A Erhemet

2 &5 Ethemet

2360 AS_Gabemay
L756-ERET{A Ethetmat

Pate

4>\ Monor Tegs \Edit Tags /

Jtrport an 2dd-on Insruction

12.9.2013
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11. Select the file "AOI-COP_ASi.L5X" (as an example).

Import Add-On Instruction

Suchenic | @ 401 v orem
Zukizt
verwendein [
Deskiap
3
Eigene Deleien
fbmieplatz =
Fils pamet |AD1.COP_ASiLER v [Ciosce
q Filez ol bypee FASLagw 5000 WML Flos LS4 Abbrechen
Hozworkumgsb  Fikz cortabing | [3AddOn Ielislion | Help
ung
Inlg: B addOn Inttinstions
B |

12. Confirm the Import Configuration.

1 Conliguraliar
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B3 AddOn Irainscione
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- Routines:
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13. The Add-On Instruction “COP_ASi” and the User-Defined Data Types
“ASI_GW_CI” and “ASI_GW_STRUCTURE" will be created.

O Open the AOIs “Parameters and Local Tags” and adapt the size of the
parameters “raw_inputs” and “raw_outputs” to the actual size of the AS-i
Gateways data.
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& 8 [1] 17se0anin pheres
ol Bhemet
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14. Open the AOIs “Logic” and adapt the length of the actually configured data.
See comments in the routine
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15. Call the AOI in your program.
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16. The AS-i Gateway data can now be found in data structures.
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19.2 The first commissioning with CompactLogix

This chapter shows exemplarily the start-up of the AS i 3.0 EtherNet/IP Gateways
with the software RSLogix 5000 CompactLogix, version 13.00.

O Start the software RSLogix 5000.
O Select New from the menu File.
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O Now select your controller, register its name and confirm with OK.

New Controller \ll

Wendar. AllerBradley
Type: |17630326 Compactl ogu5332E Contiol 7 | ok |
Revision: CompaciL o332 Carcel |
Help

Marne: =
Description: 3

=
Bhassis Type: [<rone 7

o =
Createln.  |C:\RSLogix S000\Projects | Browse. |

O Click in the tree view control window with the right mouse button on your con-
troller

O Click in the PopUp window with the left mouse button on New Module.

. Cig Modue-Defined
=S 10 Configuration

¢ I
&0 e ey |3 New Modue...
it Crrl+

B2 copr e C
R Paste Cury

S Delste Dl

Cross Ref QrHE

Propesties
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(=10

O Select the entry Generic Ethernet Module and confirm with OK.

Select Module Type T ki x|
Type: [ETHERNET-MODULE
Tupe | Dezcription |
N 757-FFLDVA 1757 Foundation Fieldbuz Lrking Device ;{
[1757-FFPCA 1757 Foundabon Fieldbus Process Confraler

[1765-L32E Ethernet Port  10/100 Mbgs Ethernet Port on CompactLogix3332E
17E3-LISE Ethernet Port 104700 Mbpz Ethemet Port on CompactLogisS335E

1 7EEEM2DMAL 178E Ethemel 1o DeviceM el Linking Device

(17EREMBT /A 1788 104100 Mbps Ethemnet Bridge. Twisted Pair Media
(17ES-EWEB A 1788 10/100 Mbps Ethemet Biidge w/E nhanced 'wieb Services
[1724-AENT /A 1794 104100 Mbges Ethemnet Adapter. Twisted-Pair Media

CoiveloginG 720 E themet | 104100 Mbps Ethemet Port on DrvelogsS730

E Lheibet/|F S el oginGE00 E thedhl el =i
ETHERMETMODLILE Giaty :t b odule
ETHERME T-PAMNELVIE'W EthemetAP Panehisvwe
FoweiFlex 700V ector-21 .. PowetFlex 700 Vector Dirve [208/2404] via 20-COMM-E

Poweiles 700V ector-4l .. PoweerFles 700 Vector Drvee (40074800 via 20-COMM-E _:_I
—Show——
“endon, |AII LI [¥ Other [ Specialty [0 Select All
¥ analog ¥ Dighal F Communication ¥ Motion [ Coetrober Claa Al J

oKk | Cancal | Hep |

O Now register all necessary characteristics of the module:

¢ Controller name

¢ Comm. format

¢ IP-Address

« Connection parameters

¢ Assembly Instance - Input/Qutput

« Assembly Instance - Configuration
(Register here a number between 1...255)

¢ Assembly Instance - Size

Assembly Instances

A so-called Assembly Object specifies the structure of objects for the data communica-
tion. The data (e.g.: /0O data) can be combined into blocks with the Assembly Object
Data and sent over only one communication link.

Thus less access to the network are necessary.
It is differentiated between Input Assemblies and Output Assemblies:

-Input Assembly reads application data over the net and/or produces data on the net-
work.

-Output Assembly writes data on the application and/or prozesses data of the network.

In this example the Input Instance 114 and the Output Instance 150 is used (94
bytes for in and output data).

Allocation of the data

32 bytes for digital data (A/B slaves)

24 bytes for analog data (slave address 29 .. 31)
38 bytes fiir command interface
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Module Properties - ENIP (ETHERNET-MODULE 1.1) ll

Type: ETHERMET-MODULE Generic Ethemet Module
Wendar: Allen-Bradley
Farert: EMIP .
Name: IEontro\erN arne [ Eensction &
Azsembly 5
Diescription: =] Instance: Size:

Input: |114 |94 :: [8-bit)

| oup [150 [+ =] o

Comm Format:IData -SINT j 1 1 = .

I I j. 5-bit

Address /Host Mame———————————————————— =] (R
% |PAddess: | 192 182 . 0 . § Status [rput: | |

= Host Name: I Status Dutput
Cancel | < Back | Mest » | ,ml Help |

O Click the button Next

O Please enter in the data field Request Packet Interval (RPI) a time (see chap.
<Assembly Object>) .

O Please click on the Finish button.

L

Configuration:

odule Properties - LocalENB (ETHERNET-MODULE 1.1}

Fiequested Packst Interval [RPE I 5.03: ms  (1.0-3200.0ms)
I Inhibit Maduls
™ Major Fault On Controler If Cornection Fails Wil in Fun Mode

O Now you can begin programming.

O For the first downloading of the software the transmission path must be indi-
cated. Select for this purpose from the menu Communications the entry:
Who Active.

File Edit ‘Yisw Ssarch Logl:lCurmuncahms Tools  Window  Help

B[=(d] S| &|m(sE teate |

Select Recert Path...

Offline A, = RuUN 1 |<n0nei

Mo Forces b, ; g:T & z
Mo Edits é = 1o n ||E|'|||E

e
I =25 Fankenllar A =2

O With a double click on the pictogram Processor you can begin with the down-
load.

12.9.2013
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Working with sample files
O Please unzip your "AS-i/Ethernet IP gateway with AS-i Scanner for Allen-Bra-
dley CompactLogix" sample file.

O Please start the software RSLogix 5000.

O Please open the file "FO1_Module.ACD". This sample file contains a program
that shows you, how to use the command interface (mailbox).

O Ifitis needed, please adjust your controller and the ip of your gateway.
O Please look at the description of the controller tags, where you can find the

tag Mailbox1.

=4 Contraler Ethemet [P a |
[ contraler Tags
[ Controller Faut Hanc
[ Poer-Up Handier
= Tasks
=-S5 MeinTask
=58 ManProgram
-l Program Tag
ManRoutins
=8 Maibax
[ program Tag

B thiciExecute
| i TogolsE
(53 urscheduled Pregran
= = Motion Groups
173 Urgrouped &xes

TagNama

Scoge: [Ethenel [Plconirale =] Show: [Sow AT

e

olvaue  €|FuceMak €[Sy

FHEW_Ethemsl_IP_Gatevway T
1 BW_Ethemsl_IF_Gatewey]
FB\W_Ethsmal_IP_Gatewsp0l
S el A

5 0

{ [REE A
[ feond|
(o [‘“,-.
aaa} faas]

=l aiboxi

Eidtsiton Reouat
| Madboud Start

1

[ao.) Hen

|| 5 Maiboxl Response

oo ) Hex

] Output

e )

) |Decinal
wan )
s

(]

[ Trends

Here you can edit the command interface instructions. You can find an appropri-
ate description in the MbxOMain routine in the Mailbox.

Further sample files:
FO2_RD_RW.ACD, F03 Get LAS.ACD, F04 READ_IDI.ACD,
FO5_GET_DELTA.ACD, FO06_GET_TECA.ACD,

FO7_SET_LOS.ACD,
FO09_GET_LCS.ACD,
F11_SafeDiagSort.ACD,

FO8_GET_LOS.ACD,
F10_GET_LPF.ACD,
F12_ ACYCLIC_TRANS.

The task MainProgram of these examples shows, how to use some instructions of
the Command Interface with help of the task MbxOMain.

DataExchange.ACD

This sample file contains a very simple program that shows you how to read and

write digital AS-interface inputs and outputs.
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19.3.1

Safety diagnostics in the input data image (IDI)

Information!

This functionality is available only in certain models. For additional information see sec-
tion <Diagnostic values in the IDI>.

Representation of the diagnostic information

Diagnostics in the IDI is a way to get the most important diagnostics information
into the controller without using a command interface (mailbox) and without addi-
tional effort. The diagnostics information is sent in the input data image, encoded
to the input bits of the safety input slave address.

Bits 0 and 1 represent the switching state of Channels 1 and 2 of the safety input,
thereby making the state directly accessible very quickly.

Bit 3 Bit2 |Bit1l |Bit0 |Description

X X 0 0 Both channels open

X X 0 1 2" channel open, 15t channel closed
X X 1 0 2" channel closed, 15t channel open
X X 1 1 Both channels closed

Tab. 19-77.

Bits 2 and 3 contain the state of the safety input (the device color of the ASIMON):

Bit 3 [Bit2 |Bit1l |Bit0 |Description

0 0 X X Device color: red, green or gray

0 1 X X Device color: yellow ("wait")

1 0 X X Device color: yellow flashing ("test")
1 1 X X Device color: red flashing ("error")

Tab. 19-78.

Attention!
Note the following points when performing an evaluation:

« The information for switching state and error status are not processed syn-
chronously

« When there is a configuration error all bits having a value of 0 are sent; this
must be noted when evaluating the data.

*  When the monitor is stopped the device color is "gray".

* The state "yellow flashing" can be recognized as a transition state with regu-
lar switching. This depends on the set module type. This state should be
understood as a test request only if it is stably reported.

FAPEPPERL+FUCHS

159



AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Appendix, examples

19.3.2

19.3.3

160

Other representation variants

In addition to the above, there are also the following variants for representing the
diagnostics:

« Safety code sequence:
Sending of the code sequence, with no evaluation of the data; the current
state is sent for each bit. Sending of a code sequence for safety input slaves
results in a continuous changing between states "1" and "0".

*  Substitution values:
Substitution of the code sequences by the state of the input (Safe Subst
Val), where the following values are sent:

Bit 3 Bit2 |Bit1l |Bit0 |Description

0 0 0 0 Both channels off

0 0 1 1 2nd channel off, 15t channel on
1 1 0 0 2nd channel on, 15t channel off
1 1 1 1 Both channels on

Tab. 19-79.
Changing the default setting

The diagnostics type is set or changed using the device display (Safety -> AS-i
Safety -> Safe subst Val)

Another method for setting the diagnostics type is by using the GSD/GSDML pa-
rameters:

Old GSD files do not affect the setting; new GSDs do not change the mode by de-
fault (default setting: "no change"):

e r—— |}
e
Pl O i et B bt i i

=] I R
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Status indication, faults and fault elimination

Spontaneous display of faults from the safety unit

Spontaneous messages are displayed on Pepperl+Fuchs GmbH AS-i monitors
as follows:

« When both networks are operating without error, a smiley is displayed.
¢ When field bus communication fails, this is indicated by a text message.

*  When there is a fault on an AS-i slave, this is displayed until the fault is no
longer present.

« When there are no faults present, the states of the safety unit are displayed in
text beneath the smiley.

* When four local release circuits are present, a line is displayed with their sta-

tus.
©Press OK for Menu
Output Circuit
1:0ON 2:0N
3:0ON 4:0N
Coding:

Display in protecting mode:
1, 2, 3 and 4 for the release circuits

display |status of the safety unit |meaning

ON green relais circuit turned on
OFF red relais circuit turned off
WAIT flashing green wait time Stop 1 running
START |yellow waiting for Start signal

Display in error status:

SAFETY FAULT: flashing red
TEST: flashing yellow

Red and flashing yellow are fault messages and are treated separately.

If the safety unit is in configuration mode, this is indicated by the CONFIG-OPER-
ATION display.

Yellow flashing and red flashing means the AS-i slave address of the faulted de-
vice is displayed. If there are other faults present at the same time, all faults are
displayed alternatingly.
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If the safety unit is in the red flashing state and no menu is open, the safety unit
can be unlocked by pressing the ESC/Service key (Section <Function of the ESC/
Service key>).

« If the message “Fatal Error” is reported from the safety unit, only this error
message will be displayed in normal mode (not the menu). The non-safe unit
continues to operate normally in this case and the menus can also be
opened.

FATAL ERROR
000 255 222 111

« All other messages are not shown spontaneously.

If the safety unit is in the yellow flashing state, depending on the status of the con-
figuration an external test may be required, an acknowledgement of the status
may need to be made, or the turn-on delay active.

Replacing a defective safety-configured AS-i slave

If a safety-configured AS-i slave is defective, it can be replaced even without a PC
or reconfiguration of the AS-i Safety Monitor by pressing the ESC/Service key on
the AS-i Safety Monitor.

Information!

Pressing the ESC/Service key changes the safety monitor from protecting mode to
configuration mode. The output circuits are therefore not turned off.

Code tables for replaced AS-i slaves can be taught without the PIN.

Proceed as follows:
1. Disconnect the AS-i slave from the AS-i cable.

2. Press the ESC/Service key on the AS-i Safety Monitor and on all other
safety monitors for approx. 3 seconds.

CONNECT NEW
SLAVE 17
THEN PRESS
SERVICE

3. Connect the new safety-configured AS-i slave, which has already been pro-
grammed to the corresponding address, to the AS-i cable.

4.  Press the ESC/Service key again on the AS-i Safety Monitor and on all
other Safety Monitors which use the replacement safe AS-i slave for approx.
3 seconds. The code table for the new slave is taught and checked for cor-
rectness.
If this is OK, the AS-i Safety Monitor changes to protecting mode. Otherwise
you are prompted again to teach.

Information!
Inputs on the new slave must be turned on.
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Attention!

After replacing a defective safe AS-i slave, always check the correct function of
the new slave.

Replacing a defective AS-i Safety Monitor

If an AS-i Safety Monitor is defective and needs to be replaced, the replacement
unit does not necessarily have to be newly configured using the ASIMON 3 G2
software, rather it is possible to copy the configuration of the defective device us-
ing a chip card.

Requirement:
The replacement unit has an empty configuration in its configuration memory.
Information!

After replacing a defective safe AS-i Safety Monitor, always check the correct function
of the new AS-i Safety Monitor.

Forget the password? What do | do now?

Attention!

Only the responsible safety representative is permitted to retrieve a lost password
as follows!

If the password is lost for your configuration, proceed as follows:

1.  Find the valid configuration protocol for the AS-i Safety Monitor whose pass-
word you have lost (printout or file). In the configuration protocol in line 10
(Monitor Section, Validated) you will find a 4-digit code.

If you do not have the configuration protocol and do not want to place the AS-
i safety monitor in configuration mode, connect the AS-i safety monitor whose
password you have lost to the PC and start the ASIMON 3 G2 software.

« Select a neutral configuration and start the diagnostics function in
ASIMON 3 G2 using MONITOR -> DIAGNOSTICS. Wait until the current
configuration appears on the screen. This may take up to 1 minute.

* Open the window MONITOR/BUS INFORMATION (EDIT MENU -> MONI-
TOR/BUS INFORMATION...). On the Title tab you will also find the 4-digit
code in the Download time window area.

2. Contact technical support at your supplier and enter the 4-digit code.

3. From this code a master password can be generated which can be used to
access the stored configuration.

4.  Use this master password to stop the AS-i Safety Monitor and enter a new
user password. In the Monitor menu of the ASIMON 3 G2 configuration soft-
ware select the menu item Password changing.

Attention!

Please note that accessing the configuration stored in the AS-i Safety Monitor
can affect the safe function of the system. Changes to released configurations
are to be made only by authorized personnel. Any change must be made accor-
ding to the instructions in the User's Manual for the ASIMON 3 G2 configuration
software.

FAPEPPERL+FUCHS

12.9.2013



AS-i 3.0 EtherNet/IP+Modbus TCP Gateway with integr. Safety Monitor

Status indication, faults and fault elimination

Information!

The default password (factory setting) of the AS-i safety monitor is "SIMON". If you
would like to reconfigure the AS-i safety monitor, you must first change this default
password to a new one known only to you as safety officer.

[—1O
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Codes indicated by the display

In the basic state of the configuration mode, the addresses of all detected slaves
are displayed in two-second intervals. A blank display indicates that the LDS (List
of Detected Slaves) is empty, no slaves were detected.

In the basic state of the protected operating mode, the display is either blank or
displays the address of a faulty assignment.

During manual address programming, the slave address display has a different
meaning (see also chapter "Operating in advanced display mode").

All displayed numbers bigger than 31 which can not be interpreted as a slave ad-
dress are status or error messages of the master. They have the following mean-
ings:

39 Advanced AS-i diagnostics: After pressing the 'set’-button a short-time AS-i
power failure occurred.

40 The AS-i master is in offline phase.

41 The AS-i master is in detection phase.

42 The AS-i master is in activation phase.

43 The AS-i master starts the normal operating mode.

68 Hardware error: disturbed internal communication.

69 Hardware error: disturbed internal communication.

70 Hardware error: The AS-i master's EEPROM cannot be written.
71 Wrong PIC-type.

72 Hardware error: wrong PIC-processor.

73 Hardware error: wrong PIC-processor.
74 Checksum error in the EEPROM.

75 Error in the internal RAM.

76 Error in the external RAM.

77 AS-i control software error: Stack overflow (AS-i control Il)

78 AS-i control software error: checksum error in the control program.

“"control checksum":

checksumm in Control Il C program (bin.file) not correct. The file is possibly
damaged.

“control exec err":

error in Control Il C program.

"control watchdog":
watchdog predetermined in Control Il C program has expired .

“control incomp":
Control Il C program from another gateway type loaded (e.g. Ethernet IP in
Profibus gateway).
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Checksum error in the data menu.

‘breakpoint”:
Control Il C program in break point.

80

Error while attempting to exit the configuration mode: A slave with address
zero exists.

81

General error while changing a slave address

82

The front panel operation is blocked. Until repowering-up the device can only
be accessed from the host via the interface.

83

Program reset of the AS-i Control program: The AS-i Control program is being
read from the EEPROM and copied into the RAM.

88

Display test while starting up the AS-i master

90

Error while changing a slave address in protected operating mode: No slave
with address 0 existing.

91

Error while changing slave address: Target address is already used.

92

Error while changing slave address: New address could not be set.

93

Error while changing slave address: New address could only be stored volatile
in the slave.

94

Error while changing the slave address in protected operating mode: Slave has
wrong configuration data.

95

The error 95 is caused by a superfluous slave and not by a missing slave. That
is why the slave address is occupied by this superfluous slave.

(In the protected mode the slave addresses which caused any configuration
error can be displayed by pressing the SET button. AS-i master without graph-
ical display are not able to differentiate between a missing slave, an incorrect
slave or a redundant slave. All incorrect addresses are displayed.

By pressing the SET button 5 sec. the displayed address starts to flash. Press-
ing the SET button again the master attempts to program the slave at the
address 0 to the incorrect address.)
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Reference List

Manual: “ASIMON 3 G2 Configuration Software*

This Manual contains a detailed description of the configuration software for the
AS-i Safety Monitor. The manual is an important component of the documentation
for the AS-i Safety Monitor. It is not possible to configure and start up the AS-i
Safety Monitor without the ASIMON 3 G2 software.

Sources

1. Kriesel, Werner R.; Madelung, Otto W. (editors): AS-interface. Das Aktua-
tor-Sensor-Interface fur die Automation. Auflage, Carl Hanser Verlag;
Miinchen, Wien, 1999, ISBN 3-446-21064-4

2.  Spezifikation des AS-interface, ComSpec V3.0 AS-international Association
(available from AS-international Association, http://www.as-interface.net).

3. Vorschlag eines Grundsatzes fir die Prifung und Zertifizierung von
+Bussystemen fur die Ubertragung sicherheitsrelevanter Nachrichten®,
Stand 29.2.2000.

4.  AS-interface - Die Losung in der Automation, Ein Kompendium tber Tech-
nik, Funktion, Applikation (erhéaltlich, auch in englischer Sprache, bei AS-
international Association, http://www.as-interface.net).
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Glossary

A/B slave

An AS-i slave with extended addressing. The address range of an A/B slave ex-
tends from 1A to 31A and 1B to 31B.

AS-i Power Fail
Voltage below the threshold on the AS-i cable.

1/0 code

The first digit of the slave profile, which indicates how many in- and outputs the
slave has. A 41/40 slave has for example a “7”, and a slave with 4 digital inputs a
"0".

EDM (External Device Monitoring, feedback circuit)

Used for monitoring the switching function of the contactors connected to the
Safety Monitor, whereby the normally closed contacts (forced-opening when pos-
sible) are fed back to the start circuit of the Safety Monitor. A restart is then only
possible if the normally closed contacts are closed (in the quiescent state).

ID code

The ID code is set by the slave manufacturer and cannot be changed. The AS-i
Association determines the ID codes which are assigned for a particular class of
slaves. For example, all = A/B slaves have ID code “A“.

ID1 Code, extended ID1 code

The ID1 code is set by the slave manufacturer. In contrast to the other codes,
which determine the profile, it can be changed from the master or using an ad-
dressing device. The user should however only use this feature in exceptional cir-
cumstances, since otherwise configuration errors may occur.

In the case of A/B slaves, the MSB of the ID1 code is used for distinguishing be-
tween the A and the B address. Therefore, only the lowest 3 bits are relevant for
these slaves.

Since this code was not introduced until AS-i Specification 2.1, it is also referred
to as extended ID1 code.

ID2 Code, extended ID2 code

The ID2 code is set by the slave manufacturer and cannot be changed. The AS-i
Association determines the ID2 codes, which are assigned for a particular class of
slaves. For example, all 2-channel 16 bit input slaves having an S-7-3 bit code
use ID2 code “D”. Since this code was not introduced until AS-i Specification 2.1,
it is also referred to as extended ID2 code.
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Inclusion phase

The AS-i master sends a command to an available slave address to detect new
slaves. If no reply is received, it immediately begins with the next data exchange
phase.

LPF - List of Peripheral Faults

The list of peripheral faults was introduced with specification 2.1. This list includes
an entry for each slave that signals a = peripheral fault.

Offline phase
In offline phase there is no communication on AS-i.

OSSD (release circuit)

The safe AS-i components and functional devices assigned to an output circuit of
the AS-i safety monitor. They are responsible for releasing the machine element
which generates the hazardous movement.

Password

Security code for a (security) configuration, is required for releasing a configura-
tion or activating a changed configuration. The password is a string of 4 ... 8 al-
phanumeric characters. It is stored in the configuration.

Peripheral fault

Depending on the slave, an overflow, an overload on the sensor supply, or some
other fault affecting the slave peripheral can be displayed.

PIN

A security code is required for teaching code sequences. The PIN is a 4-digit dec-
imal number.

The PIN does not authorize for activating a safety configuration.

The PIN is stored in the EEPROM of the unprotected device section as well as in
the unprotected area of the chip card, and is therefore sent to a new device when
the chip card is replaced. When resetting to factory defaults, the PIN is set to
0000.

Release Code

Security code for a safety configuration on the chip card. A 4-character hexadeci-
mal number generated by the ASIMON 3 G 2 software. The release code is dis-
played before copying a configuration from the memory card to the Monitor and
must be repeated by the operator.

This provides a technical safeguard against errors in the unprotected display and
keyboard software.
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Single Slave

A single slave can in contrast to a = A/B slave only be addressed from range 1 to
31; the fourth output data bit can be used. All slaves as defined by the older AS-i
Specification 2.0 are single slaves.

There are however also single slaves as defined by Specification 2.1, for example
the new 16 bit slaves.

Slave profile
Configuration data for a slave, consisting of:

= /O configuration and = ID-Code, as well as = extended ID1-Code and = ex-
tended ID2-Code.

The slave profile is used to distinguish between various slave classes. It is speci-
fied by the AS-i Association and set by the slave manufacturer.

AS-i 2.0 slaves do not have extended ID1 and ID2 codes. A 2.1 or 3.0 AS-inter-
face master enters in this case an “F” for each of the extended ID1 and ID2
codes.

Master configuration

Released configuration, without code sequences. The safety unit cannot turn on
the outputs, but as soon as the code sequences are learned, the device is usable.

Such a master configuration can for example be used in serial production ma-
chine building for loading the safety program, whereby the configuration is creat-
ed in the design and the code sequences taught on the physical machine.

Complete configuration

Counterpart to = master configuration. Release configuration including code se-
quences. The device is always usable.
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